**TÀI LIỆU HỘI NGHỊ MÔ HÌNH NĂM 2024**

**1 - LẠM DỤNG PHÁP NHÂN**

* 1. **Tổng quan**

Nhiều người sử dụng pháp nhân cho các hoạt động thương mại hợp pháp và đóng một vai trò quan trọng trong nền kinh tế của một đất nước (khu vực pháp lý). Ở hầu hết các nước, người ta có thể nhanh chóng và dễ dàng hình thành một pháp nhân có tư cách pháp lý độc lập, và nhờ đó họ có thể tham gia vào hệ thống tài chính toàn cầu thông qua các dịch vụ tài chính mà các tổ chức (đơn vị báo cáo) cung cấp, như dịch vụ tài khoản ngân hàng của công ty, dịch vụ thẻ công ty, vay vốn, v.v.

Khi các quốc gia thực hiện cải cách về chống rửa tiền/chống tài trợ khủng bố/tài trợ phổ biến vũ khí hủy diệt hàng loạt (CRT/CTTKB/CPBVKHDHL), các tài khoản ngân hàng cá nhân ẩn danh và ngân hàng vỏ bọc (ngân hàng không có bất kỳ sự hiện diện vật lý nào ở các nước/các khu vực pháp lý) sẽ không còn nữa. Do đó, các pháp nhân, bao gồm cả các công ty vỏ bọc đã nổi lên như những phương tiện chủ yếu mà các đối tượng tội phạm lạm dụng cho mục đích RT/TTKB/PBVKHDHL.[[1]](#footnote-1)

**Legal Persons**

Pháp nhân đề cập đến bất kỳ thực thể nào khác ngoài thể nhân có thể thiết lập mối quan hệ khách hàng lâu dài với một tổ chức tài chính hoặc có sở hữu tài sản. Pháp nhân có thể bao gồm các công ty, đoàn thể pháp nhân, quỹ, các trường/viện, quan hệ đối tác hoặc hiệp hội và các thực thể tương tự có liên quan khác.

Hai điểm chính gắn với một pháp nhân mà nhiều người có thể tạo ra và lợi dụng để che dấu quyền kiểm soát và quyền sở hữu đối với pháp nhân. Các cấu trúc pháp nhân phức tạp và/hoặc không rõ ràng khiến các cơ quan có thẩm quyền ngày càng khó khăn hơn trong việc nắm bắt thông tin chính xác về chủ sở hữu hưởng lợi, gây nhiều cản trở cho quá trình xác định hành vi phạm tội và truy tìm các dòng tài chính và tài sản. Điều này trở nên nghiêm trọng hơn khi các chủ sở hữu hưởng lợi và/hoặc những người hỗ trợ chuyên nghiệp, ví dụ như các nhà cung cấp dịch vụ ủy thác và cung ứng dịch vụ cho các công ty (TCSPs) - những người tiếp tay cho hành vi lạm dụng pháp nhân, cư trú tại một khu vực pháp lý khác.[[2]](#footnote-2).

|  |
| --- |
| Các chuẩn mực mạnh mẽ hơn của FATF |
| Vào tháng 3 năm 2022, FATF đã tăng cường Khuyến nghị 24 (R.24) và Lưu ý thực hiện (Interpretive Note) đối với các Khuyến nghị của FATF liên quan đến tính minh bạch và chủ sở hữu hưởng lợi của pháp nhân. FATF cũng đã công bố hướng dẫn cập nhật về chủ sở hữu hưởng lợi của pháp nhân, để hỗ trợ các nước thực hiện các yêu cầu R.24 tăng cường. [[3]](#footnote-3)  R.24 hiện yêu cầu các nước đánh giá và kiểm soát rủi ro do pháp nhân, không chỉ đối với các rủi ro do được tạo ra trong một nước/một khu vực pháp lý, mà cả những người nước ngoài có quyền sở hữu hưởng lợi có mối liên hệ với khu vực pháp lý đó. Đáng chú ý là, R.24 yêu cầu các khu vực pháp lý phải có cách tiếp cận đa chiều, tức là sử dụng kết hợp các cơ chế khác nhau để thu thập thông tin về chủ sở hữu hưởng lợi và đảm bảo thông tin luôn sẵn sàng phục vụ các cơ quan có thẩm quyền một cách kịp thời.[[4]](#footnote-4) |

Các lý do tội phạm lạm dụng pháp nhân hoặc mạng lưới pháp nhân, bao gồm:

• Tạo ra khoảng cách về nhân thân khỏi hoạt động tội phạm.

• Che giấu quyền sở hữu thực sự đối với tài sản, bao gồm cả những tài sản thuộc sở hữu của những cá nhân có ảnh hưởng chính trị (PEP).

• Tạo vỏ bọc cho việc di chuyển số tiền lớn bằng hoạt động thương mại, hợp pháp.

• Hợp thức được nguồn tiền thu được từ tội phạm bằng các khoản tiền có nguồn gốc hợp pháp.

• Chi tiêu hoặc đầu tư số tiền thu được từ tội phạm.

• Tạo điều kiện cho tham nhũng, gian lận và trốn thuế.

• Chuyển tiền hối lộ hoặc biển thủ công quỹ.

• Bảo vệ tài sản có được từ nguồn tiền do phạm tội mà có.

Năm nay, Ban Thư ký APG đã yêu cầu các thành viên APG cung cấp thông tin, báo cáo về tình trạng lạm dụng pháp nhân của nước mình. Các nước thành viên đã gửi phản hồi sâu sắc, do đó chúng tôi đã dành Chương 1 này để tập trung vào nội dung lạm dụng pháp nhân và rửa tiền, làm nổi bật các nỗ lực của tổ chức quan sát của APG và nỗ lực của các tổ chức chính phủ / phi chính phủ trong lĩnh vực này. Các nước thành viên đã cung cấp 141 nghiên cứu điển hình mô tả các phương pháp và xu hướng RT/TTKB/TTPBVKHDHL mới nhất, bao gồm các nghiên cứu điển hình minh họa sự lạm dụng pháp nhân. Phản hồi của các thành viên về lạm dụng pháp nhân và tài trợ khủng bố được mô tả trong Chương 2 và 3, và nội dung lạm dụng pháp nhân, tài trợ phổ biến vũ khí hạt nhân và trốn tránh các biện pháp trừng phạt tài chính có mục tiêu, được dự thảo trong Chương 4.

**1.2 Hiểu biết của các nước thành viên về rủi ro RT/TTKB do lạm dụng pháp nhân**

Đánh giá rủi ro RT/TTKB, bao gồm rủi ro liên quan đến các loại hình pháp nhân là một yêu cầu cơ bản của FATF đối với các quốc gia nhằm bảo vệ tính toàn vẹn của mỗi quốc gia và hệ thống tài chính toàn cầu. Các khu vực pháp lý chỉ có thể giảm thiểu và quản lý hiệu quả rủi ro RT/TTKB, khi đã xác định được đầy đủ các rủi ro này ngay từ ban đầu. Khi tiến hành đánh giá rủi ro một cách cơ bản và liên tục, các cơ quan có thẩm quyền ở mỗi nước cần phải xác định được các lỗ hổng và các biện pháp đối phó hiệu quả. Điều này giúp các khu vực pháp lý hiểu được cách thức mà các đối tượng lạm dụng pháp nhân cho các mục đích rửa tiền/tài trợ khủng bố, giúp các nước phát triển cơ chế giám sát và các quy định để giảm thiểu và quản lý hiệu quả rủi ro.

Theo Khuyến nghị của FATF, các khu vực pháp lý phải đánh giá rủi ro RT/TTKB/TTPBVKHDHL theo Khuyến nghị 1 và rủi ro RT/TTKB liên quan đến pháp nhân theo Khuyến nghị 24. Khuyến nghị 24 yêu cầu các quốc gia đánh giá rủi ro RT/TTKB của các cơ cấu pháp lý (legal structures) có thể được hình thành và quản lý ở trong nước mình cũng như các cơ cấu pháp lý nước ngoài có liên kết với quốc gia của mình.

Trong số 42 thành viên của APG, 38 nước (chiếm 90%) đã được thực hiện đánh giá đa phương theo Phương pháp FATF 2012 cập nhật[[5]](#footnote-5). Chúng tôi mô tả các nội dung phát hiện được theo báo cáo đánh giá đa phương ở phần dưới đây, lưu ý rằng một số báo cáo đã được công bố vài năm trước và một số nước đã thực hiện được một số bước quan trọng kể từ thời điểm đánh giá đa phương đó.

Thống kê về sự hiểu biết của các thành viên về rủi ro RT/TTKB liên quan đến pháp nhân:

* Sáu thành viên (14%) đã đánh giá rủi ro RT/TTKB liên quan đến pháp nhân tại thời điểm đánh giá đa phương.[[6]](#footnote-6)
* 20 thành viên (48%) đã đánh giá rủi ro RT/TTKB liên quan đến pháp nhân tại thời điểm đánh giá đa phương. Tuy nhiên, nhóm đánh giá cho rằng việc đánh giá rủi ro của các nước này còn có những thiếu sót ở một số khía cạnh. Chúng ở cấp độ quá cơ bản/chung chung, không toàn diện theo yêu cầu cần làm, không bao gồm đầy đủ các loại hình pháp nhân, không đánh giá đầy đủ cả pháp nhân trong nước và / hoặc quốc tế, hoặc không đánh giá đồng thời cả rủi ro RT và TTKB[[7]](#footnote-7).
* Sáu thành viên (14%) chưa đánh giá rủi ro RT/TTKB liên quan đến pháp nhân tại thời điểm đánh giá đa phương. Tuy nhiên, sau đó họ đã tiến hành đánh giá rủi ro.[[8]](#footnote-8)
* Sáu thành viên (14%) chưa thực hiện đánh giá rủi ro RT/TTKB liên quan đến pháp nhân tại thời điểm đánh giá đa phương.[[9]](#footnote-9)

Mặc dù các thành viên đã tăng cường sự hiểu biết của mình về rủi ro RT/TTKB nói chung, nhưng dữ liệu cho thấy vẫn còn nhiều nước khó khăn trong việc nắm bắt các rủi ro RT/TTKB liên quan đến pháp nhân.

Ghi chú: 02 nước không được đánh giá (chiếm 10%); 6 nước đã đánh giá rủi ro tại thời điểm đánh giá đa phương; 20 nước đánh giá rủi ro nhưng không đánh giá đầy đủ; 6 nước không đánh giá rủi ro tại thời điểm đánh giá đa phương, nhưng sau đó đã thực hiện đánh giá rủi ro; 6 nước không thực hiện đánh giá rủi ro.

Một số thành viên đã cập nhật sự hiểu biết của mình về rủi ro RT/TTKB (và TTPBVKHDHL) thông qua việc tiến hành đánh giá rủi ro quốc gia (NRA) và / hoặc đánh giá rủi ro các mối đe dọa hoặc rủi ro theo ngành. Một số ví dụ về các sáng kiến như vậy được nêu dưới đây[[10]](#footnote-10). Đáng chú ý, một thành viên đánh giá việc lạm dụng pháp nhân và các thỏa thuận trong lĩnh vực tài chính nước ngoài là mối đe dọa chính về RT/TTKB[[11]](#footnote-11).

|  |
| --- |
| Úc  Trong Đánh giá rủi ro quốc gia về rửa tiền[[12]](#footnote-12), Úc đã đánh giá các pháp nhân và thỏa thuận pháp lý là đối tượng có nguy cơ rửa tiền cao và ổn định. Các phán đoán chính bao gồm:  • Pháp nhân (và các thỏa thuận pháp lý) và các thỏa thuận ngân hàng liên quan liên tục bị các đối tượng tội phạm khai thác để lưu trữ và di chuyển khối lượng lớn tiền do phạm tội mà có, trong đó có cả việc di chuyển tiền ra nước ngoài.  • Pháp nhân (và các thỏa thuận pháp lý) có thể được thành lập tương đối dễ dàng và có thể giúp che giấu các chủ sở hữu hưởng lợi.  • Úc không có cơ chế toàn diện cho việc thu thập, xác minh và phát hành thông tin về chủ sở hữu hưởng lợi một cách có hệ thống. Điều này làm hạn chế khả năng của các cơ quan chính phủ trong việc phát hiện và điều tra rửa tiền thông qua các loại hình pháp nhân khác nhau. Hạn chế và tịch thu tài sản tội phạm do các công ty hoặc quỹ tín thác nắm giữ cũng là một thách thức và đòi hỏi tập trung nguồn lực để kiểm soát.  • Pháp nhân (và các thỏa thuận pháp lý) nước ngoài có thể giúp che dấu các dòng tài chính và quyền sở hữu hưởng lợi, đặc biệt là khi các pháp nhân được thiết lập trong các quốc gia có thể trốn tránh được quy định pháp luật (secrecy juridiction) hoặc ở các nước có tính liên quốc gia (multiple jurisdictions).  • Các nhà cung cấp dịch vụ chuyên nghiệp đóng một vai trò quan trọng trong việc thiết lập và quản lý các pháp nhân phức tạp và các thỏa thuận pháp lý - được sử dụng để che giấu tài sản và rửa tiền. Đáng chú ý, Úc nhấn mạnh sự tham gia của các nhà cung cấp dịch vụ chuyên nghiệp trong việc thiết lập các cấu trúc kinh doanh phức tạp và các thỏa thuận ngân hàng liên quan để giúp các cá nhân rửa tiền và che giấu tài sản. |
| Canada  Canada gần đây đã công bố Đánh giá cập nhật[[13]](#footnote-13) về rủi ro vốn có của rửa tiền và tài trợ khủng bố ở Canada, bao gồm đánh giá rủi ro RT/TTKB cho các tập đoàn, quan hệ đối tác và tổ chức phi lợi nhuận (NPO).  • Canada đánh giá tính dễ bị tổn thương RT/TTKB của các tập đoàn và quan hệ đối tác lần lượt là rất cao và cao. |
| Trung Quốc  Trung Quốc gần đây đã tiến hành đánh giá rủi ro RT/TTKB đối với tất cả các pháp nhân, bao gồm tất cả các loại pháp nhân trong nước và pháp nhân nước ngoài hoạt động kinh doanh tại Trung Quốc.  • Các mô hình liên quan đến việc nắm giữ và rửa tiền do phạm tội mà có thông qua việc che giấu danh tính của những kẻ rửa tiền bằng cách lợi dụng các pháp nhân hoặc các giao dịch không có thật (fictitiuos transactions) thông qua các công ty vỏ bọc hoặc công ty bình phong. | |
| Indonesia  Indonesia đã hoàn thành Đánh giá rủi ro ngành về rửa tiền và tài trợ khủng bố đối với pháp nhân năm 2022. Đánh giá đã xem xét dữ liệu từ năm 2019 đến năm 2022 và là một ví dụ điển hình về cách đánh giá có mục tiêu ngành và / hoặc đánh giá mối đe dọa giúp cập nhật sự hiểu biết của quốc gia về rủi ro ML / TF. Những phát hiện chính bao gồm:  • Căn cứ vào loại tội phạm nguồn, thì tham nhũng và ma túy loại hình tội phạm có nguy cơ về rửa tiền cao trong khu vực pháp nhân.  • Căn cứ theo loại hình pháp nhân, Công ty trách nhiệm hữu hạn – thuộc sở hữu trong nước và tài trợ trong nước được coi là có nguy cơ rửa tiền cao.  • Căn cứ vào sở hữu pháp nhân, pháp nhân gắn với sở hữu và tài trợ trong nước có nguy cơ rửa tiền cao.  • Căn cứ vào lĩnh vực ngành nghề kinh doanh, xây dựng, thương mại, đầu tư và tài chính, khai thác mỏ và phân phối có nguy cơ rửa tiền cao tại các pháp nhân.  • Dựa vào ngành nghề của đơn vị báo cáo, các ngân hàng được coi là có nguy cơ cao bị lợi dụng như một kênh rửa tiền tại các pháp nhân.  • Dựa trên kênh giao dịch, tiền gửi mặt, chuyển tiền mặt trong và ngoài nước có nguy cơ rửa tiền cao ở pháp nhân.  • Dựa trên khu vực địa lý, DKI Jakarta, Tây Java là khu vực có nguy cơ cao trở thành địa điểm rửa tiền tại các pháp nhân. | |
| Macao, Trung Quốc  Macao, Trung Quốc gần đây đã hoàn thành Báo cáo đánh giá rủi ro của Đặc khu hành chính Macao về RT/TTKB/TTPBVKHDHL (2022). Macao, Trung Quốc lưu ý rằng Văn phòng tình báo tài chính Macao, Trung Quốc (GIF) đang theo dõi chặt chẽ khả năng sử dụng sai mục đích các pháp nhân hoặc dịch vụ ủy thác hoặc dịch vụ cho các công ty - TCSP (Trust & Corporate Services Providers).  Ngoài ra, vào năm 2023, Nhóm phân tích thông tin tài chính của GIF đã tiến hành đánh giá chiến lược đặc biệt và xác định các công ty vỏ bọc đáng ngờ. Nhóm đã chuẩn bị kết quả tóm tắt của các trường hợp cụ thể và chuyển chúng cho cơ quan giám sát - Cục pháp lý. GIF hiện đang tiến hành một phân tích chiến lược theo chủ đề khác với thông tin báo cáo giao dịch đáng ngờ (STR) để xác định các dịch vụ TCSP có thể liên quan đến các công ty vỏ bọc. GIF đã chia sẻ định kỳ kết quả phân tích chiến lược với các đơn vị báo cáo thông qua quan hệ đối tác công/tư của mình để tăng cường các biện pháp phòng ngừa và giảm thiểu rủi ro. |

**Các xu hướng mới nổi, xu hướng giảm và/hoặc xu hướng đang tiếp diễn liên quan đến việc lạm dung pháp nhân**

Về các xu hướng liên quan đến việc sử dụng sai mục đích pháp nhân, các thành viên đều xác định rằng pháp nhân được sử dụng để thực hiện các hành vi phạm tội gian lận, bao gồm lừa đảo qua email và điện thoại, gian lận đầu tư và xâm phạm email doanh nghiệp, và các hành vi trốn thuế.[[14]](#footnote-14)

Các hành vi phạm tội nguồn được quan sát thấy bao gồm trộm cắp, biển thủ, tham ô, hối lộ và tham nhũng, thao túng chứng khoán và thị trường, buôn lậu, buôn bán ma túy và phân phối tài liệu khiêu dâm.[[15]](#footnote-15). Các quan sát chung đã được tổng hợp để mô tả việc sử dụng pháp nhân để thực hiện ML, đặc biệt là rửa tiền dựa trên hoạt động thương mại (TBML)[[16]](#footnote-16) .

Một số thành viên lưu ý đến yếu tố xuyên quốc gia trong các xu hướng rửa tiền được quan sát thấy. Quần đảo Cook đã nhận được chín yêu cầu quốc tế về cung cấp thông tin liên quan đến pháp nhân đã đăng ký tại khu vực pháp lý này vào năm 2023. Nhật Bản đã có ý kiến về mối liên hệ với các khu vực pháp lý nước ngoài trong các vụ án gian lận. Đài Bắc, Trung Hoa quan sát thấy rằng pháp nhân nước ngoài thành lập các công ty con trong khu vực pháp lý của họ nhằm mục đích đánh cắp bí mật thương mại, trong khi công dân Đài Bắc, Trung Hoa cũng thành lập công ty tại các “thiên đường về thuế” ở nước ngoài và tại các trung tâm tài chính nước ngoài hoặc kiểm soát các công ty này thông qua các công ty quản lý/tư vấn để thực hiện hành vi phạm tội.

Một số thành viên nhấn mạnh yếu tố xuyên quốc gia trong các xu hướng được quan sát thấy. Quần đảo Cook đã nhận được chín yêu cầu quốc tế về thông tin liên quan đến pháp nhân đã đăng ký tại khu vực tài phán của họ vào năm 2023. Nhật Bản đã bình luận về mối liên hệ với các khu vực tài phán nước ngoài trong các vụ án gian lận. Đài Bắc Trung Hoa quan sát thấy rằng pháp nhân nước ngoài thành lập các công ty con trong khu vực tài phán của họ nhằm mục đích đánh cắp bí mật thương mại, trong khi công dân Đài Bắc Trung Hoa cũng thành lập các công ty tại các thiên đường thuế ở nước ngoài và các trung tâm tài chính nước ngoài hoặc kiểm soát các công ty này thông qua các công ty quản lý/tư vấn để thực hiện tội phạm.

Các thành viên nhìn chung đều xác định hình thức lạm dụng pháp nhân là sử dụng công ty vỏ bọc, sử dụng các giám đốc theo chỉ định (còn gọi là Nominees), và sử dụng các tài khoản kinh doanh của công ty để di chuyển và trộn lẫn (co – mingle) các nguồn tiền hoặc thu xếp các khoản vay nợ. Indonesia đã quan sát thấy đối tượng sử dụng các công ty ma (fititiuos entities), các pháp nhân có pháp lý không rõ ràng, chẳng hạn như không có giấy phép kinh doanh hoặc không được phép của cơ quan có thẩm quyền (hoặc không có cả hai yếu tố này), và sử dụng các giám đốc bù nhìn/người đại diện/ người đứng tên như đăng ký các thành viên hiệp hội và thành viên gia đình tại các pháp nhân nhằm che dấu danh tính của chủ sở hữu hưởng lợi thật sự.

Nhật Bản cũng lưu ý rằng đôi khi pháp nhân không có tư cách hoặc tư cách của pháp nhân không rõ ràng. Một số dấu hiệu cảnh báo liên quan đến việc sử dụng sai mục đích pháp nhân bao gồm - các công ty được thành lập với số vốn ban đầu rất nhỏ (hàng chục nghìn đến hàng trăm nghìn yên), các công ty thường xuyên thay đổi địa điểm hoặc nhân viên và các công ty có hoạt động đáng ngờ, chẳng hạn như các công ty kinh doanh không có mối quan hệ chặt chẽ với nhau. Cả Nhật Bản và Indonesia đều nhận thấy rằng bên cạnh việc sử dụng pháp nhân sai mục đích thường có thêm các các vấn đề pháp lý khác, ví dụ, không có giấy phép kinh doanh phù hợp và tại Nhật Bản – các trường hợp đó còn vi phạm luật về nhận đóng góp, nhận tiền gửi, vi *phạm Luật về lãi suất/cho vay.*

**Pháp nhân - phương pháp luận về đánh giá rủi ro**

Một số tổ chức hỗ trợ kỹ thuật đã tập trung vào xem xét các khoảng trống trong đánh giá rủi ro liên quan đến pháp nhân của các quốc gia. Sau đây là một số quan sát chính của Nhóm Ngân hàng Thế giới và Cơ sở Toàn cầu của Liên minh Châu Âu về phương pháp đánh giá rủi ro và những thách thức trong việc áp dụng những phương pháp luận này trong bối cảnh cụ thể của các nước.

|  |
| --- |
| World Bank Group - *National Money Laundering and Terrorist Financing Risk Assessment Toolkit* *(2022) Sổ tay đánh giá rủi ro về rửa tiên và tài trợ khủng bố (2022)* |
| Năm 2022, Vụ Ổn định và Toàn vẹn Thị trường Tài chính (FSI) của Nhóm Ngân hàng Thế giới (WBG) và Sáng kiến ​​Thu hồi Tài sản Bị đánh cắp (StAR), |đối tác giữa WBG và Văn phòng Liên hợp quốc về Ma túy và Tội phạm (UNODC) đã phát triển Bộ công cụ Đánh giá Rủi ro quốc gia về rửa tiền và tài trợ khủng bố (Bộ công cụ NRA)*[[17]](#footnote-17)*.  Để hiểu và giảm thiểu rủi ro RT/TTKB liên quan đến lạm dụng pháp nhân, cần có một khuôn khổ quy định về tự đánh giá rủi ro RT/TTKB giúp cho các khu vực pháp lý xác định được các mối đe dọa và xây dựng các chiến lược giảm thiểu rủi ro có mục tiêu. Bộ công cụ NRA bao gồm các hướng dẫn sử dụng, bảng tính Excel; thuyết trình PowerPoint; và các tài liệu hỗ trợ khác.  Trong quá trình tự đánh giá, công cụ của WBG nhấn mạnh bản chất quốc tế của việc lạm dụng pháp nhân, vì các mạng lưới tội phạm thường khai thác các lỗ hổng pháp lý ở nhiều nước khác nhau để che giấu các hoạt động bất hợp pháp. Do đó, các khu vực pháp lý phải hiểu rõ cả rủi ro "xuất khẩu" (lạm dụng pháp nhân do những người không thường trú thiết lập ở trong một nước) và rủi ro "nhập khẩu" (sử dụng các pháp nhân ở nước ngoài có mối liên kết với trong nước).  Bộ công cụ NRA đặt ra yêu cầu rằng các nước/khu vực pháp lý phải xác định mức độ hấp dẫn của quốc gia mình trong việc thành lập công ty của những người không thường trú, bao gồm các đặc điểm liên quan đến khuôn khổ pháp lý, thể chế, kinh tế, quy định và môi trường chính trị chung của đất nước có ảnh hưởng đến mức độ hấp dẫn của quốc gia đối với việc cung cấp các dịch vụ thành lập công ty (và các dịch vụ chuyên nghiệp liên quan) cho các cá nhân không thường trú và các pháp nhân không thường trú.  Các dấu hiệu cảnh báo  Việc đánh giá cần có các chỉ số cảnh báo hỗ trợ cho việc xác định các lỗ hổng tiềm ẩn trong khuôn khổ pháp lý và quy định của một khu vực pháp lý mà tội phạm có thể khai thác cho mục đích rửa tiền/tài trợ bất hợp pháp. Bao gồm:  • Sự dễ dàng thành lập và đăng ký: Các yêu cầu đăng ký lỏng lẻo, chi phí thấp và thời gian xử lý nhanh đối với các loại pháp nhân có thể hấp dẫn tội phạm hơn.  • Minh bạch về quyền sở hữu hưởng lợi: Không yêu cầu hoặc yêu cầu một cách hời hợt việc công bố thông tin về quyền sở hữu hưởng lợi, hạn chế quyền truy cập vào cơ sở dữ liệu thông tin về sở hữu hưởng lợi và các cơ chế xác minh thông tin không hiệu quả tạo ra cơ hội che giấu quyền sở hữu và quyền kiểm soát thực sự.  • Thỏa thuận về người được chỉ định (nominiee): Việc sử dụng giám đốc và cổ đông theo chỉ định mà không có thực quyền kiểm soát và thiếu minh bạch có thể tạo điều kiện cho việc che giấu quyền sở hữu hưởng lợi.  • Cấu trúc không minh bạch: Các nước/khu vực pháp lý cho phép hoặc không quản lý hiệu quả các cơ cấu tổ chức thiếu không minh bạch như cổ phiếu vô danh, ủy thác và quỹ từ thiện, làm tăng rủi ro rửa tiền/tài trợ bất hợp pháp.  • Hợp tác quốc tế: Các cơ chế hợp tác quốc tế yếu kém, bao gồm trao đổi thông tin và hỗ trợ pháp lý lẫn nhau, cản trở các cuộc điều tra và truy tố hiệu quả các tội phạm tài chính xuyên biên giới.  • Quy định và giám sát các tổ chức cung ứng dịch vụ chuyên nghiệp: Quy định và giám sát không đầy đủ đối với tổ chức cung ứng dịch vụ chuyên nghiệp có thể dẫn đến việc các tổ chức này tạo điều kiện cho các hoạt động bất hợp pháp.  Bằng cách xem xét kỹ các chỉ số cảnh báo, các khu vực pháp lý có thể xác định các lỗ hổng cụ thể trong hệ thống phòng, chống RT/CTTKB của mình và xây dựng biện pháp giảm thiểu và quản lý theo mục tiêu. Việc này bao gồm tăng cường khuôn khổ pháp lý, cải thiện việc thu thập và chia sẻ dữ liệu thông tin, tăng cường giám sát và thúc đẩy hợp tác quốc tế. |

|  |
| --- |
| EU Global Facility – thách thức và sự hỗ trợ của các tổ chức khu vực FATF (FSRB) |
| • Tính toàn diện của đánh giá và tính phù hợp của phương pháp đánh giá rủi ro  Hướng dẫn của FATF về quyền sở hữu hưởng lợi của pháp nhân khuyến nghị các nước/khu vực pháp lý các nội dung sau: thu thập số liệu thống kê về đăng ký doanh nghiệp; phân tích báo cáo giao dịch đáng ngờ STR và các trường hợp thực thi/truy tố; xác định các loại hình phổ biến nhất; điều tra các hoạt động cung ứng dịch vụ chuyên nghiệp; tiến hành tham vấn chuyên gia và thực hiện các bước quan trọng khác để hiểu rõ hơn các rủi ro liên quan đến từng loại pháp nhân. Để thực hiện phân tích này một cách hiệu quả, các khu vực pháp lý cần phát triển một phương pháp/sử dụng một phương pháp mà có thể giải thích rõ ràng cách tiếp cận, phương pháp và các tiêu chí đánh giá rủi ro khác nhau để phân tích mối đe dọa, lỗ hổng và các biện pháp giảm thiểu rủi ro đối với các loại hình pháp nhân ở trong nước và nước ngoài. Điều quan trọng là phương pháp này đánh giá này phải được thiết kế phù hợp với bối cảnh và cơ sở rủi ro của từng nước/khu vực pháp lý và đảm bảo có bao gồm tất cả các yêu cầu bắt buộc của FATF.  • Có sẵn một công cụ đánh giá rủi ro chính xác  Các khu vực pháp lý cần sử dụng một bộ công cụ đánh giá rủi ro, mà bộ công cụ này không chỉ tính đến tính toàn diện của phương pháp đánh giá rủi ro của khu vực pháp lý mà còn tuân thủ chính xác phương pháp đó.   * Tính linh hoạt và khả năng thích ứng của phương pháp đánh giá rủi ro đối với hồ sơ rủi ro của khu vực pháp lý và các biện pháp, công cụ phòng ngừa hiện có. * Các khu vực pháp lý có khẩu vị rủi ro khác nhau và sử dụng các biện pháp giảm thiểu rủi ro khác nhau. Do đó, rất khó để thiết kế một phương pháp đánh giá rủi ro phù hợp với tất cả các khu vực pháp lý, có thể sử dụng được cho nhiều khu vực pháp lý. Hiện đang có một số phương pháp và các bộ công cụ đánh giá rủi ro. Do đó, điều quan trọng là các khu vực pháp lý phải xác định được liệu các phương pháp và công cụ đánh giá có thể linh hoạt và tùy chỉnh phù hợp với nước mình hay không.   • Kiến thức thực tế, kinh nghiệm và sự phối hợp  Các thực tiễn quốc tế tốt nhất báo gồm việc các khu vực pháp lý thành lập Nhóm công tác đánh giá rủi ro là đại diện các cơ quan có thẩm quyền liên quan. Nhóm này có thể bao gồm đại diện từ các FIU, các cơ quan thực thi pháp luật (LEA), cơ quan đăng ký công ty và chủ sở hữu hưởng lợi, cơ quan thuế, cơ quan chống tham nhũng, cơ quan hải quan, giám sát viên phòng, chống RT/TTKB đối với dịch vụ ủy thác hoặc dịch vụ cho các công ty (TCSP), các lĩnh vực tài chính và phi tài chính khác, v.v. Tất cả các thành viên của nhóm công tác phải được đào tạo để hiểu phương pháp và phải có một đơn vị đứng ra chịu trách nhiệm đầu mối điều phối sự phối hợp.  • Hướng dẫn và hỗ trợ thêm của FSRB  Hiện nay, các khu vực pháp lý phải đối mặt với những thách thức như thiếu kiến ​​thức và kinh nghiệm trong việc tiến hành đánh giá rủi ro của pháp nhân. Do đó, FSRB có thể cung cấp các hướng dẫn và hỗ trợ cho các thành viên của mình, chẳng hạn như hỗ trợ các khu vực pháp lý trong việc phát triển phương pháp và công cụ đánh giá rủi ro, và chia sẻ kinh nghiệm này giữa các nước thành viên của mình. Ví dụ, năm 2022, Cơ sở toàn cầu của EU đã hỗ trợ Nhóm chống rửa tiền Đông và Nam Phi (ESAAMLG) phát triển một bộ công cụ đánh giá rủi ro để đánh giá rủi ro RT/TTKB của pháp nhân (và các thỏa thuận pháp lý), trong đó kết hợp phương pháp đánh giá rủi ro của pháp nhân và các thỏa thuận pháp lý của Cơ sở toàn cầu của EU. ESAAMLG đã áp dụng bộ công cụ này và khuyến nghị sử dụng cho tất cả các khu vực pháp lý trong khu vực. |

**Chủ sở hữu hưởng lợi**

Quan sát này được đưa ra trong bài báo do APG và ATO đồng tác giả liên quan đến Tội phạm thuế và RT ở khu vực Châu Á - Thái Bình Dương.[[18]](#footnote-18). Trong bối cảnh đó, việc che giấu quyền sở hữu hưởng lợi dẫn đến việc trốn thuế thu nhập và gây cản trở cho các quy trình tịch thu/truy thu thuế, quan sát này có thể cũng đúng đối với các tội phạm nguồn và tội phạm rửa tiền. Trong khi các cấu trúc pháp lý phức tạp sử dụng các công ty và quỹ tín thác, ở nhiều khu vực pháp lý, là một đặc điểm chung trong các tội phạm về thuế và các rửa tiền có liên quan, vì vậy chúng thường được sử dụng để che giấu quyền sở hữu hưởng lợi của các tàu thuyền và công ty trong hoạt động đánh cá bất hợp pháp.[[19]](#footnote-19)

Trong cả hai bối cảnh này, các cuộc khảo sát ở các nước thành viên APG cho thấy chỉ một nửa số thành viên được khảo sát yêu cầu việc đăng ký sở hữu hưởng lợi của pháp nhân phải được lưu trữ ở cơ quan đang ký trung ương. Thông tin cơ bản và quyền sở hữu hưởng lợi của pháp nhân là không có sẵn, không đầy đủ hoặc không thể truy cập được, đã cản trở các việc điều tra và chia sẻ thông tin một cách hiệu quả[[20]](#footnote-20). Hầu hết thông tin thu được về quyền sở hữu hưởng lợi đều được thu thập thông qua các tổ chức tài chính. Quan sát cho thấy khu vực tư nhân vẫn tin rằng việc không đáp ứng các yêu cầu về thông tin không dẫn đến các hình phạt thích đáng, có tính chất răn đe.

Minh bạch quyền sở hữu hưởng lợi của pháp nhân và các thỏa thuận pháp lý là một công cụ để xác định tội phạm lạm dụng các cấu trúc pháp nhân và giúp các cơ quan có thẩm quyền có được thông tin nhanh chóng phục vụ công tác phân tích và điều tra của họ.[[21]](#footnote-21). Theo đó, sử dụng pháp nhân sai mục đích có thể giảm đáng kể nếu cung cấp cho các cơ quan có thẩm quyền kịp thời các thông tin liên quan đến cả chủ sở hữu hợp pháp và chủ sở hữu hưởng lợi, nguồn tài sản của pháp nhân và các hoạt động của pháp nhân.[[22]](#footnote-22)

**Cơ cấu sở hữu phức tạp**

Một thách thức chính trong việc xác định chính xác chủ sở hữu hưởng lợi của một pháp nhân là việc sử dụng các cấu trúc sở hữu phức tạp, trong đó chủ sở hữu hưởng lợi có thể ẩn nấp sau nhiều lớp pháp nhân, nhiều pháp nhân nước ngoài và/hoặc các cơ chế kiểm soát tinh vi. Việc tạo ra một cấu trúc phức tạp như mong muốn của người sở hữu hưởng lợi là hợp pháp. Các khu vực pháp lý có xu hướng không đặt ra giới hạn về số lượng các lớp, các quốc tịch của các công ty tham gia vào chuỗi sở hữu hoặc nơi cư trú của chủ sở hữu hưởng lợi. Tương tự như vậy, các khu vực pháp lý có xu hướng không quy định rõ việc cấm các cấu trúc sở hữu tuần hoàn (trong đó Công ty A thuộc sở hữu của Công ty B và ngược lại) mặc dù các cấu trúc như vậy gây nhiều khó khăn cho việc xác định chủ sở hữu hưởng lợi và/hoặc bắt buộc một thể nhân chịu trách nhiệm. Hơn nữa, không thể phân biệt giữa một cấu trúc phức tạp cố gắng che giấu chủ sở hữu hưởng lợi với cấu trúc phức tạp là kết quả của các hoạt động kinh doanh hợp pháp (ví dụ: một công ty đa quốc gia trở nên phức tạp thông qua việc mua lại các công ty khác).

**“Mục đích của việc che giấu quyền sở hữu hưởng lợi rất đơn giản: để đảm bảo rằng chủ sở hữu thực sự của tài sản hoặc nguồn doanh thu không thể liên quan đến nó.”**

Bằng cách nào (Either way), thì một cấu trúc sở hữu phức tạp cũng chuyển chi phí từ chủ sở hữu hưởng lợi (người chi trả cùng một mức phí tích hợp, bất kể đó là một công ty có cấu trúc đơn giản hay phức tạp) sang các cơ quan có thẩm quyền và/hoặc các đơn vị báo cáo của một khu vực pháp lý khi xác định chủ sở hữu hưởng lợi, tức là, họ dành nhiều thời gian và nguồn lực để xác định chủ sở hữu hợp pháp và chủ sở hữu hưởng lợi của từng lớp trong chuỗi sở hữu.

Mỗi khu vực pháp lý hoặc đơn vị báo cáo phải tự xác định điều gì được coi là 'phức tạp'. Sự phức tạp này có thể phụ thuộc vào một số yếu tố, chẳng hạn như lĩnh vực, ngành, số lượng nhân viên hoặc thu nhập của pháp nhân. Ví dụ, có thể là dự đoán/ hoặc được coi bình thường nếu một công ty đa quốc gia có cấu trúc phức tạp, hoặc cũng có thể là sự nghi ngờ một người có ảnh hưởng chính trị tạo ra một cấu trúc pháp nhân tương tự chỉ để nắm giữ bất động sản.

Trong các cuộc thảo luận do Cơ sở toàn cầu về AML của EU (EU AML Global Facility),[[23]](#footnote-23) các chuyên gia đã xác định các chỉ số và chiến lược sau đây có thể giúp các cơ quan có thẩm quyền và đơn vị báo cáo xác định các cấu trúc phức tạp:

• Độ dài của chuỗi sở hữu, cả về chiều dọc và chiều ngang.

• Sử dụng người được chỉ định (nominee)[[24]](#footnote-24)

• Các tổ chức nước ngoài, đặc biệt là từ các khu vực pháp lý có rủi ro cao hoặc nằm trong danh sách đen

• Sự hiện diện của các thỏa thuận pháp lý (ủy thác)[[25]](#footnote-25) và sự kết hợp của chúng với các pháp nhân[[26]](#footnote-26)

• Quyền sở hữu của các quỹ đầu tư hoặc công ty được niêm yết trên sàn giao dịch chứng khoán, đặc biệt là từ các khu vực pháp lý nước ngoài

• Quyền nắm giữ thấp hơn một chút so với ngưỡng phải minh bạch về quyền sở hữu hưởng lợi, ví dụ: 24,98% cổ phiếu

• Liệt kê người quản lý cấp cao thay vì chủ sở hữu hưởng lợi trong thông tin đăng ký

• Thiếu các tài liệu bằng văn bản nêu tên chủ sở hữu hưởng lợi (ví dụ: thông tin liên lạc bằng miệng giữa người được chỉ định và chủ sở hữu hưởng lợi, việc sử dụng giấy ủy quyền để chủ sở hữu hưởng lợi không nắm giữ cổ phiếu, ngay cả gián tiếp)

• Sử dụng 'thuật ngữ chung' trong các tài liệu công khai. Ví dụ: 'John Smith có nghĩa là John Smith; hoặc các thành viên gia đình của ông; ủy thác, quan hệ đối tác hoặc LLCs (limited liability companys) vì lợi ích của John Smith hoặc các thành viên gia đình của ông, và những người thừa kế, người thi hành di chúc, bất động sản, người kế nhiệm và đại diện hợp pháp của họ'

Hơn nữa, các chuyên gia đề xuất một số biện pháp mà các khu vực pháp lý có thể thực hiện để giảm rủi ro bảo mật của các cấu trúc sở hữu phức tạp. Bao gồm:

• Yêu cầu các pháp nhân tiết lộ toàn bộ chuỗi sở hữu của họ (lên đến chủ sở hữu hưởng lợi lợi và những người không hưởng lợi).

• Phân tích và phát hiện một cách thống kê các pháp nhân trong nước để xác định 'một cấu trúc phổ biến/thông thường (giúp các cơ quan có thẩm quyền và các đơn vị báo cáo dễ dàng phát hiện ra các trường hợp ngoại lệ).

• Thiết lập quyền truy cập trực tuyến công khai vào cơ sở dữ liệu mở về thông tin sở hữu hưởng lợi, thông qua các cơ sở đăng ký kinh doanh được kết nối với nhau

• Áp dụng việc các phương pháp nhận biết chuyên sâu, từ chối tích hợp các lập pháp nhân hoặc mở tài khoản ngân hàng nếu cấu trúc của pháp nhân phức tạp hoặc có rủi ro một cách vô lý

• Sử dụng các công nghệ mới, chẳng hạn như trí tuệ nhân tạo và/hoặc dữ liệu lớn để liên kết các cơ sở dữ liệu (ví dụ: thông tin thuế, cơ sở dữ liệu cư trú, v.v.)

• Chuyển yêu cầu chứng minh sang các pháp nhân (tức là pháp nhân phải chứng minh rằng cấu trúc của mình là hợp pháp và thông tin họ cung cấp là chính xác)

• Triển khai các chương trình tố giác

Trong Đánh giá rủi ro quốc gia về rửa tiền tại Úc*t,*[[27]](#footnote-27), Úc lưu ý rằng các cấu trúc sở hữu phức tạp có thể được thiết lập thông qua một hoặc nhiều hoạt động hợp pháp sau:

• Sử dụng các công ty mẹ và công ty con

• Thiết lập các tài khoản kinh doanh ủy thác, tài khoản giao dịch và hoạt động.

• Sử dụng 'công ty mẹ', liên doanh, quan hệ đối tác, các 'khoản vay' liên quan tới các bên, thỏa thuận dịch vụ và 'hạn mức tín dụng'

• Sử dụng các cấu trúc hoặc thỏa thuận khác như cấu trúc bên nhượng quyền/bên được nhượng quyền, tiếp thị đa cấp, thỏa thuận bên cấp phép/bên được cấp phép và các công cụ tài chính và pháp lý (ví dụ: giấy ủy quyền, chứng thư và hợp đồng)

Cấu trúc sở hữu phức tạp cũng có thể được thiết lập bằng cách sử dụng giám đốc không được bổ nhiệm hợp pháp (de facto) hoặc giám đốc giấu mặt (shadow director). Giám đốc không hợp pháp là người hoạt động như tư cách là một giám đốc nhưng không được nêu tên trong hồ sơ của cơ quan quản lý doanh nghiệp. Đó có thể có các chức danh như 'giám đốc phát triển kinh doanh', 'chủ tịch' hoặc 'hiệu trưởng'. Giám đốc giấu mặt là người hoạt động thông qua một vị trí giám đốc bù nhìn. Ở Úc, việc các pháp nhân sử dụng giám đốc de facto hoặc hoặc giám đốc bù nhìn đều bị coi là bất hợp pháp.

|  |
| --- |
| Tax Justice Network - *Complex Ownership Structures Addressing the Risks for Beneficial Ownership Transparency (2020) – Hệ thống pháp lý về thuế - Cơ cấu sở hữu phức tạp xử lý rủi ro liên quan tới việc minh bạch hóa sở hữu hưởng lợi* |
| Năm 2020, Tax Justice Network, cùng với City University London, Ủy ban độc lập về cải cách hệ thống thuế công ty quốc t ( Independent Commission for the Reform of International Corporate Taxation, Transparency International và Financial Transparency Coalition) đã tổ chức một tọa đàm bàn để thảo luận về các chuỗi sở hữu phức tạp,các rủi ro liên quan về thiếu minh bạch và lạm dụng thuế, và khả năng điều chỉnh. 52 chuyên gia và nhà nghiên cứu từ các học viện, tổ chức quốc tế, xã hội dân sự, cơ quan có thẩm quyền và khu vực tư nhân đã tham dự thảo luận. Bản tóm tắt kết quả - Complex Ownership Structures Explaining the Risks for Beneficial Ownership Transparency*[[28]](#footnote-28)*  gồm có các biểu đồ phác thảo các cấu trúc sở hữu phức tạp phổ biến, chẳng hạn như: |

|  |  |
| --- | --- |
| A diagram of company growth  Description automatically generated | A diagram of company growth  Description automatically generated |
| A diagram of a company  Description automatically generated |  |

**Người được chỉ định (nominee)**

Người được chỉ định là một cá nhân hoặc pháp nhân, nắm giữ vai trò trong một pháp nhân với tư cách là người hành động theo sự chỉ dẫn của người chỉ định (nomimator) – là người có thực quyền kiểm soát và/hoặc quyền sở hữu của pháp nhân. Thông thường, người chỉ định là chủ sở hữu hưởng lợi của pháp nhân. Trong khi nhiều thỏa thuận chỉ định có mục đích kinh doanh hợp pháp, thì có nhiều người sử dụng việc chỉ định này một công cụ để cố ý trốn tránh ​​minh bạch về quyền sở hữu hưởng lợi và do đó tiếp tay cho việc lạm dụng pháp nhân có mục đích RT/TTKB. Những vị trí được chỉ định phổ biến nhất là giám đốc và cổ đông.[[29]](#footnote-29)

|  |
| --- |
| Nghiên cứu tình huống số 1: Điều tra rửa tiền liên quan đến hawala  Gian lận, bao gồm làm giả; tự rửa tiền; dịch vụ chuyển tiền có giá trị; sử dụng pháp nhân và thoả thuận pháp lý |
| Năm 2018, Cục Thực thi pháp luật (ED) đã điều tra một vụ án theo Đạo luật Quản lý Ngoại hối năm 1999, trong đó xác định rằng kẻ chủ mưu của một tổ chức tội phạm và đồng bọn đã thành lập một mạng lưới các công ty vỏ bọc ở Ấn Độ và nước ngoài (450 tổ chức tại Ấn Độ; 104 tổ chức chủ yếu hoạt động ở Dubai và Hồng Kông, Trung Quốc; và 102 tổ chức hoạt động dựa trên các tài liệu giả mạo). Dựa trên cuộc điều tra sơ bộ từ ED, Đội điều tra Tội phạm Kinh tế của Cảnh sát Delhi đã ghi nhận các hành vi phạm tội liên quan đến gian lận, làm giả, làm giả tài liệu và âm mưu tội phạm có tổ chức.  Kế hoạch của tổ chức này bao gồm việc tuyển dụng giám đốc giả cho các công ty vỏ bọc. Chúng cũng tạo ra những cá nhân không có thật bằng cách sử dụng ảnh giả và giấy tờ tùy thân giả để thành lập công ty, mở tài khoản ngân hàng và thực hiện các giao dịch gian lận.  Những kẻ đồng phạm chính quản lý các văn phòng, tuyển dụng nhân viên và xử lý các giao dịch tài khoản ngân hàng theo chỉ dẫn của kẻ chủ mưu. Tổ chức này sử dụng hoạt động gian lận tạo ra các giao dịch giả thông qua việc chuyển cổ phiếu trong một nhóm kín và chia số tiền lớn thành các món nhỏ, ít đáng ngờ hơn để tạo điều kiện cho các hoạt động trong nước. Chúng cũng tạo ra các khoản doanh thu giả mạo từ nhiều tài khoản của các công ty vỏ bọc.  Giải thích thêm (ngoài nội dung tài liệu): (Circular trading is a fraud scheme that creates artificial trading activity by passing shares among a closed group - Giao dịch tuần hoàn là một hoạt động gian lận tạo ra các giao dịch giả bằng cách chuyển cổ phiếu trong một nhóm kín). (Accomadation entries - chia một số tiền lớn thành số tiền nhỏ hơn, ít đáng ngờ hơn)  Kẻ chủ mưu cũng tạo ra các công ty lữ hành giả để chuyển tiền ra nước ngoài đến các khu vực pháp lý như Dubai, Hồng Kông, Trung Quốc và Singapore. Các thực thể ở nước ngoài này sau đó đã gửi các tài liệu giả mạo liên quan đến du khách nước ngoài giả mạo cho các đại lý ngoại hối được Ấn Độ ủy quyền để tạo điều kiện chuyển tiền ngoại hối.  Các cuộc điều tra bao gồm truy cập vào cổng thông tin của Bộ Các doanh nghiệp, tờ khai thuế thu nhập, hộ chiếu và thông tin chi tiết về các chuyến đi từ Cục Di trú, báo cáo giao dịch đáng ngờ và thông tin báo cáo giao dịch tiền mặt từ đơn vị tình báo tài chính, cũng như thông tin tài khoản ngân hàng.  Cuộc điều tra đã xác định được 5,65 tỷ INR (~ 67,29 triệu đô la Mỹ) được tạo ra từ hoạt động rửa tiền. Cơ quan xét xử đã xác nhận lệnh kê biên 800 triệu INR (~ 9,5 triệu đô la Mỹ) và các nhà chức trách đã tiến hành truy tố kẻ chủ mưu vào năm 2020 và 2022. Cáo buộc sẽ được đưa ra được đưa ra đối với mười sáu nghi phạm, bao gồm cả nhà điều hành mạng lưới chuyển tiền ngầm hawala, cũng như các phiên xét xử tại ngoại đã diễn ra vào năm 2023 và vẫn đang tiếp tục.  Từ vụ án này đã có thêm các cuộc điều tra về ít nhất hai nhà điều hành mạng lưới chuyển tiền ngầm hawala khác và những người đồng phạm, sử dụng các phương pháp rửa tiền tương tự.  Source - India |
| Case Study # 2: Rửa tiền có tổ chức  Cờ bạc/đánh bạc bất hợp pháp; tự rửa tiền; sử dụng pháp nhân và sắp xếp |
| Vào ngày 10 tháng 11 năm 2022, FIU Đài Bắc, Trung Hoa đã công bố báo cáo tình báo tài chính cho Cục Điều tra Hình sự (CIB). Sau khi phân tích đã phát hiện ra 22 người tham gia vào một tổ chức cờ bạc trực tuyến, bao gồm Người A đã liên tiếp mở nhiều công ty bình phong như công ty A, B và C, dưới tên của một số người đứng đầu. Từ tháng 5 năm 2022, tổ chức này đã sử dụng các công ty bình phong làm cơ sở rửa tiền.  Khi tổ chức tuyển dụng nhân viên mới, trước tiên chúng sắp xếp để họ ẩn náu trong một tòa nhà chung cư cao cấp cho thuê để đào tạo và quản lý tập trung. Sau khi các nhân viên đã quen với quy trình chuyển khoản ngân hàng trực tuyến của tổ chức và có thể hoạt động nhanh chóng, Người A đã yêu cầu các nhân viên ẩn náu tại nhà riêng của họ để chờ hướng dẫn qua tin nhắn, để rửa tiền cho tổ chức, nhằm tránh bị cảnh sát phát hiện. Để che giấu số tiền cờ bạc bất hợp pháp lớn, các nhân viên đã thực hiện một loạt các giao dịch thông qua nhiều tài khoản ngân hàng giả. Các cán bộ trong tổ chức này thường xuyên yêu cầu nhân viên báo cáo tình hình của họ trong nhóm trò chuyện để tính toán phần thu nhập từ tội phạm của mỗi thành viên.  Sau một cuộc điều tra dài bao gồm thu thập bằng chứng mở rộng, lực lượng đặc nhiệm đã tiến hành hai đợt bắt giữ và khám xét vào tháng 2 và tháng 6 năm 2023. Trong đợt đầu tiên, lực lượng đặc nhiệm đã bắt giữ và đưa ra xét xử 13 người, trong đợt thứ hai, lực lượng đặc nhiệm đã bắt giữ chín người, bao gồm cả Người A. Trong suốt vụ án, lực lượng đặc nhiệm đã thu giữ điện thoại di động, máy tính xách tay, máy tính, sổ tiết kiệm và các bằng chứng rửa tiền khác. Số tiền thu được từ tội phạm liên quan lên tới 1,5 tỷ đài tệ (TWD) (tương đương 46,875 triệu đô la Mỹ) và lực lượng đặc nhiệm đã tịch thu bất động sản thuộc sở hữu của tổ chức này trị giá 44,44 triệu TWD (tương đương 1,39 triệu đô la Mỹ). Ngoài ra, trong quá trình khám xét, lực lượng đặc nhiệm phát hiện ra rằng có gần 30 triệu TWD (tương đương 0,938 triệu đô la Mỹ) còn lại trong các tài khoản giả được sử dụng cho mục đích rửa tiền, lực lượng đặc nhiệm báo cáo với công tố viên và nộp đơn lên tòa án để tịch thu khẩn cấp.  Nguồn – Đài Loan, Trung Qquốc |

**Rửa tiền dựa trên hoạt động thương mại**

Rửa tiền dựa trên hoạt động thương mại (TBML) được định nghĩa rộng rãi là việc che giấu số tiền thu được từ tội phạm và chuyển giá trị bằng các giao dịch thương mại nhằm hợp pháp hóa nguồn gốc bất hợp pháp của số tiền đó. Trong thực tế, TBML thường được sử dụng kết hợp với các hoạt động rửa tiền và hành vi phạm tội khác.

Rửa tiền dựa trên hoạt động thương mại được thự hiện trong môi trường toàn cầu hóa có tính chuyên biệt cao liên quan tới hải quan, thuế tiêu thụ đặc biệt và thuế. Hệ thống thương mại quốc tế có các lỗ hổng mà tội phạm có thể lợi dụng. Khối lượng thương mại toàn cầu rất lớn đã tạo ra cơ hội để các đối tượng phạm tội che giấu giao dịch bất hợp pháp, đặc biệt là khi kết hợp với các giao dịch ngoại hối hoặc các thỏa thuận tài trợ thương mại[[30]](#footnote-30).

Tổ chức Hải quan Thế giới đã xác định hai phương pháp chung sau đây liên quan đến việc lạm dụng pháp nhân và rửa tiền dựa trên hoạt động thương mại:

• Sử dụng giám đốc giả (người được chỉ định) và các pháp nhân liên quan để tiến hành rửa tiền dựa trên hoạt động thương mại.

• Các tổ chức gian lận thuế rửa tiền bằng công cụ chuyển nhượng vô danh trước khi xuất khẩu hàng hóa ra nước ngoài (gian lận thuế) và khai báo sai số lượng.

**Giám đốc giả mạo và rửa tiền thông qua hoạt động thương mại TBML**

(straw director and TBML)

Tội phạm lập ra hai pháp nhân có tên tương tự nhau ở hai khu vực pháp lý. Tên của pháp nhân thường bắt chước tên của các công ty nổi tiếng. Một pháp nhân hoạt động như một thực thể chính và pháp nhân kia hoạt động như một tài khoản chuyển tiếp. Quyền sở hữu của pháp nhân sau đó được chuyển cho những cá nhân như giám đốc giả mạo (straw director). Tuy nhiên, các giám đốc ban đầu điều hành các hoạt động và tài khoản hàng ngày. Hàng hóa được mua bằng số tiền thu được do phạm tộim và xuất khẩu ra nước ngoài. Sau đó, những hàng hóa này bị định giá thấp hơn – và chuyển số tiền chênh lệch ra nước ngoài.

**Gian lận VAT**

**Carousal và rửa tiền thông qua hoạt động thương mại (TBML)**

Tội phạm chuyển đổi khoản tiền từ các nguồn không xác định (có khả năng là tiền thu được từ tội phạm) vào các thẻ (stored value cards) và sử dụng thẻ đó để mua các thiết bị điện tử cao cấp như điện thoại di động, máy hút bụi, máy tính và máy chơi game từ các cửa hàng bán lẻ. Sau đó, chúng lập hóa đơn để 'bán' hàng hóa cho các pháp nhân do các đối tượng tội phạm sở hữu và kiểm soát, những người này đều biết nhau. Không có hàng hóa nào thực sự được trao tay nhưng các đối tượng tội phạm tìm cách xin hoàn thuế với Cơ quan Thuế cho 'khoản thanh toán' không có thật của hàng hóa và thuế dịch vụ. Sau đó, chúng gửi các mặt hàng điện tử cao cấp ra nước ngoài với giá trị và số lượng khai báo thấp hơn thực tế, để có thêm cơ hội rửa tiền/hưởng lợi thông qua TBML.

Nghiên cứu tình huống

Minh họa trong các nghiên cứu tình huống sau đây do các thành viên cung cấp, tội phạm đang ngày càng lạm dụng pháp nhân liên quan đến rửa tiền dựa trên hoạt động thương mại.

|  |
| --- |
| Nghiên cứu tình huống số 3: Kế hoạch rửa tiền dựa trên giao dịch kim cương  Rửa tiền dựa trên giao dịch; các đại lý kim loại quý và đá quý |
| Theo thông tin trao đổi với Nước A vào đầu năm 2023, Hải quan Hồng Kông đã phát hiện ra một tổ chức TBML xuyên quốc gia thông qua buôn bán kim cương để rửa tiền trị giá 500 triệu đô la Hồng Kông (tương đương 64 triệu đô la Mỹ) từ tháng 1 đến tháng 12 năm 2021. Tổ chức này đã thành lập 05 (năm) công ty để xuất khẩu kim cương tổng hợp giá trị thấp sang Nước A dưới vỏ bọc là kim cương tự nhiên đã cắt và đánh bóng giá trị cao để rửa tiền.  Để chuyển tiền bất hợp pháp, giá trị của kim cương tổng hợp đã được phóng đại rất nhiều trong các tờ khai thương mại. Bằng cách thổi phồng giá trị đã khai báo, tổ chức này sau đó đã chuyển số tiền thu được từ tội phạm của mình từ Nước A sang Hồng Kông, Trung Quốc dưới dạng "khoản thanh toán hợp pháp" cho kim cương. Tổ chức này đã sử dụng các tài khoản dùng cho công ty của 05 công ty để xử lý số tiền thu được từ tội phạm và giải ngân thêm cho hơn 100 công ty địa phương để thực hiện các giao dịch tiếp theo. Từ tháng 12 năm 2023 đến tháng 2 năm 2024, Hải quan Hồng Kông đã vô hiệu hóa tổ chức này bằng cách bắt giữ năm người vì tội rửa tiền tại Hồng Kông, Trung Quốc và tịch thu 1 triệu đô la Hồng Kông (~ 0,13 triệu đô la Mỹ). Cuộc điều tra vẫn đang được tiến hành.  Nguồn - Hong Kong, Trung Quốc |
| Nghiên cứu tình huống số 4: Rửa tiền thông qua thương mại  Rửa tiền thông qua thương mại; sử dụng sai mục đích phương tiện của công ty; làm giả tài liệu; vi phạm thuế; phân tầng; cấu trúc |
| Các cơ quan chức năng đã xác định bốn cá nhân có nhiều hồ sơ pháp lý khác nhau, thành lập và sử dụng sai mục đích các phương tiện công ty, sở hữu độc quyền và thực hiện các giao dịch thể hiện các hoạt động rửa tiền dựa trên hoạt động thương mại. Các cá nhân này đã sử dụng dịch vụ ngân hàng, gồm cả dịch vụ ngân hàng trực tuyến và dịch vụ chuyển tiền ra nước ngoài. Các cá nhân này đã nộp các tài liệu giả mạo hoặc không hợp lệ cho ngân hàng để thực hiện các khoản chuyển tiền ra nước ngoài đó.  Vụ việc này được khởi động từ các báo cáo giao dịch đáng ngờ (STRs) do một ngân hàng nộp cho FIU Maldives. Lý do nộp STRs chủ yếu liên quan đến việc khách hàng thực hiện các giao dịch không thống nhất với kết quả thẩm định khách hàng (CDD) và thông tin nhận biết khách hàng. Vụ việc này hiện đang được các cơ quan thực thi pháp luật điều tra.  Source – Maldives |

|  |
| --- |
| Nghiên cứu điển hình # 5: Rửa tiền thông qua thương mại và Quyền sở hữu hưởng lợi đáng ngờ  Rửa tiền thông qua thương mại |
| Một số báo cáo STR đã được gửi về trường hợp Công ty A, thuộc sở hữu của Người C và Người D. Công ty A đã tham gia vào việc nhập khẩu các tấm pin mặt trời từ nước B và bán chúng tại địa phương. Công ty đã mở năm tài khoản với các ngân hàng khác nhau và chuyển khoảng 2 tỷ PKR (tương đương 7 triệu USD) thông qua các tài khoản này trong ba năm. Theo hóa đơn thương mại, công ty đã nhập khẩu các tấm pin mặt trời trị giá 20.150 USD, tuy nhiên, cơ quan hải quan đánh giá giá trị của lô hàng là 91.233 USD. Chênh lệch cho thấy hóa đơn đã bị định giá thấp, gây lo ngại về tính xác thực của giao dịch.  Qua phân tích, FIU Pakistan, Cơ quan thanh tra tài chính Pakistan (FMU) đã xác định Người E, người đã gửi 50 triệu PKR (tương đương 179.573 USD) bằng tiền mặt và 19 triệu PKR (tương đương 68.238 USD) thông qua các giao dịch thanh toán bù trừ tại một trong các tài khoản ngân hàng do Công ty A duy trì.  Ngoài ra, người F (được xác định là anh trai của người E) là chủ tài khoản của một trong các tài khoản do Công ty B nắm giữ. Các tài khoản được duy trì bởi Công ty A cho thấy lo ngại rằng chúng có thể được sử dụng cho các giao dịch benami (giao dịch dưới tên của người khác) và gây nghi ngờ về quyền sở hữu hưởng lợi của công ty. Tuy nhiên, xuất hiện tin tức truyền thông cho biết, kiểm toán của chính phủ đã phát hiện ra một số lượng lớn hóa đơn khai khống và vụ việc rửa tiền thông quan hoạt động thương mại trong hoạt động nhập khẩu tấm pin mặt trời, nơi các công ty đang khai thác hệ thống hoàn thuế đối với nhập khẩu tấm pin mặt trời. Hồ sơ thuế cho thấy Công ty A đã trả thuế tối thiểu trong cùng thời gian khi hoạt động tài khoản đáng ngờ xảy ra. FMU đã phổ biến thông tin của mình cho các cơ quan thực thi pháp luật để điều tra thêm về yếu tố rửa tiền thông qua hoạt động thương mại và truy tìm người hưởng lợi cuối cùng của các khoản tiền được chuyển qua tài khoản của Công ty  Nguồn Pakistan |

**1.3 Hỗ trợ chuyên nghiệp**

Khi rà soát các đối tượng lạm dụng pháp nhân, còn có một đối tượng tham gia nữa là cá nhận, tổ chức hoặc một mạng lưới cung cấp các dịch vụ chuyên nghiệp, mà đối tượng này có thể tiếp tay cho tội phạm rửa tiền do phạm tội mà có. Những thực thể này được gọi là "người hỗ trợ chuyên nghiệp".[[31]](#footnote-31). Hành vi của họ thường là có chủ ý, liều lĩnh, không trung thực và/hoặc cẩu thả, không tuân thủ đúng đắn các nghĩa vụ chuyên môn và quy định nghề nghiệp của họ. Các tổ chức 'chuyên môn' này đóng một vai trò quan trọng trong việc giúp tạo ra hoặc vận hành các pháp nhân (và các thỏa thuận pháp nhân) để che dấu sự kiểm soát và quyền sở hữu hưởng lợi cho các khách hàng là tội phạm.

Năm 2018, FATF đã xuất bản sổ tay hướng dẫn về nhận dạng Rửa tiền chuyên nghiệp[[32]](#footnote-32) , trong đó xác định các đặc điểm chính của các yếu tố hỗ trợ chuyên nghiệp, bao gồm:

• Cá nhân rửa tiền chuyên nghiệp.

• Tổ chức rửa tiền chuyên nghiệp.

• Mạng lưới rửa tiền chuyên nghiệp gồm các cộng sự và địa chỉ liên hệ để làm việc cùng nhau nhằm tiếp tay cho hoạt động rửa tiền.

Các cá nhân, tổ chức chuyên nghiệp này sử dụng nhiều công cụ và kỹ thuật rửa tiền bao gồm rửa tiền qua thương mại, cơ chế quản lý tài khoản, ngân hàng ngầm và các nền tảng ngân hàng thay thế. Để cho vay một công ty là vỏ bọc hợp pháp cho các hoạt động của họ, liên kết với với (các) cá nhân tham nhũng chuyên cung cấp các dịch vụ hợp pháp khác (ví dụ: nhân viên ngân hàng, luật sư, kế toán, đại lý bất động sản).

|  |
| --- |
| Nhóm Ngân hàng Thế giới - Chữ ký để bán: Nghiên cứu điển hình về các chuyên gia tội phạm tạo điều kiện rửa tiền (2022) |
| Báo cáo Signature for sale do tổ chức Sáng kiến Phục hồi Tài sản bị Đánh cắp (StAR)[[33]](#footnote-33) xây dựng để rà soát viêc sử dụng các dịch vụ của nhà cung cấp dịch vụ doanh nghiệp (CSP) nhằm tạo điều kiện cho rửa tiền thông qua việc bảo vệ quyền riêng tư và tiếp tay cho các cá nhân che giấu quyền sở hữu thực sự của họ đối với các công ty vỏ bọc, che giấu danh tính trước cơ quan có thẩm quyền. Báo cáo nhấn mạnh vai trò của các CSP, trong việc tạo điều kiện cho hoạt động bất hợp pháp này. Những người hỗ trợ này, tận dụng kiến thức và kỹ năng chuyên môn của mình, tích cực quảng bá và cung cấp các dịch vụ chỉ định (nominee service), thường kết hợp với các công cụ bảo vệ bí mật khác ví dụ như giấy ủy quyền.  Báo cáo dựa trên hơn 3.300 câu trả lời được thu thập như một phần của bài tập mua sắm bí ẩn toàn cầu, nơi các nhà nghiên cứu đóng giả là khách hàng đang tìm cách thành lập các công ty vỏ bọc. Kết quả cho thấy 14% CSP cung cấp dịch vụ chỉ định mà không cần nhắc nhở và 15% đề cập đến quyền hạn của luật sư hoặc bí mật nghề nghiệp pháp lý. Điều này cho thấy rằng các dịch vụ được chỉ định có sẵn và được sử dụng rộng rãi, đặc biệt là ở các khu vực pháp lý được biết đến với việc tạo điều kiện cho bí mật tài chính.  Những phát hiện chính  • Các dịch vụ về chỉ định (nominee service) do CSP cung cấp có thể có nhiều mục đích sử dụng khác nhau, mở rộng từ những dịch vụ được sử dụng thường xuyên cho mục đích kinh doanh hợp pháp, đến những dịch vụ có mục đích hợp pháp nhưng dễ bị lạm dụng, đến những dịch vụ có mục đích chính là che giấu chủ sở hữu hưởng lợi.  • Mặc dù sử dụng hợp pháp, các thỏa thuận chỉ định là một trong những công cụ phổ biến nhất để che giấu danh tính của những công ty vỏ bọc kiểm soát và đặc biệt phổ biến trong số các bộ phận có vấn đề nhất của ngành công nghiệp thành lập công ty.  • Hiện tại, sự thiếu chú ý đến việc lạm dụng tiềm năng và thực tế của các thỏa thuận chỉ định tạo thành một lỗ hổng lớn để hạn chế việc sử dụng các công ty vỏ bọc không thể truy tìm trong tội phạm tài chính. Cần chú ý nhiều hơn đến việc thực thi và điểm này đặc biệt áp dụng cho các cơ quan đăng ký quyền sở hữu hưởng lợi.  • Về mặt pháp lý, các dịch vụ chỉ định thường được tiếp thị cho các khách hàng là các công ty vỏ bọc để giữ danh tính của chủ sở hữu hưởng lợi khỏi hồ sơ công khai.  • Mạng lưới các công ty vỏ bọc thường có người chỉ định để che dấu, không minh bạch chủ yếu vì bản chất đa thẩm quyền vốn có của họ. Tuy nhiên, có một sự thiếu kết nối cơ bản giữa mối đe dọa về tính đa thẩm quyền và nguyên tắc một thẩm quyền để giải quyết vấn đề này.  • Thực thi quy định hiệu quả về CSP và quy định về các thỏa thuận chỉ định là rất quan trọng để tăng tính minh bạch của quyền sở hữu hưởng lợi.  Enablers  Các CSP cung cấp các loại dịch vụ này thường là luật sư, đóng vai trò là giám đốc hoặc cổ đông được chỉ định , cung cấp tên và chữ ký của họ với một khoản phí. Họ cũng có thể soạn thảo các thỏa thuận giấy ủy quyền cho phép chủ sở hữu hưởng lợi thực sự kiểm soát công ty trong khi vẫn ẩn.  Đặc quyền nghề nghiệp hợp pháp có thể giống một lớp bảo vệ bổ sung. CSP cũng có thể cung cấp cho "các công ty – self companies" các tài khoản ngân hàng có sẵn và các bên ký kết theo chỉ định, cho phép khách hàng truy cập ngay vào hệ thống tài chính mà không tiết lộ danh tính của họ. Việc sử dụng các dịch vụ chỉ định tạo ra một lỗ hổng đáng kể trong cuộc chiến chống lại ML. Nó cho phép bọn tội phạm hoạt động mà không bị trừng phạt, che giấu danh tính và tài sản của chúng khỏi chính quyền. Điều này làm suy yếu hiệu quả của sổ đăng ký quyền sở hữu hưởng lợi và các biện pháp minh bạch khác.  Báo cáo nhấn mạnh sự cần thiết phải có quy định và thực thi mạnh mẽ hơn các dịch vụ được chỉ định , bao gồm:  • Tăng tính minh bạch: yêu cầu người được chỉ định tiết lộ người chỉ định của họ và mục đích của việc sắp xếp người được chỉ định.  • Cấp phép và giám sát: cấp phép cho các ứng cử viên chuyên nghiệp và chịu sự giám sát chặt chẽ.  • Tăng cường thẩm định: yêu cầu các CSP tiến hành thẩm định kỹ lưỡng đối với khách hàng của họ và mục đích của việc sắp xếp người được chỉ định .  • Hợp tác quốc tế: tăng cường hợp tác quốc tế để giải quyết tính chất đa thẩm quyền của các dịch vụ được chỉ định .  Bằng cách giải quyết các lỗ hổng này, các nhà chức trách có thể chống lại việc sử dụng các dịch vụ được chỉ định một cách hiệu quả và ngăn chặn các chuyên gia hình sự tạo điều kiện cho rửa tiền. |

**Nghiên cứu điển hình**

Các thành viên và quan sát viên đã cung cấp các nghiên cứu điển hình sau đây minh họa cách thức các nhà hỗ trợ chuyên nghiệp trong khu vực tạo điều kiện cho việc lạm dụng pháp nhân cho các mục đích rửa tiề / Tài trợ khủng bố.

|  |
| --- |
| Nghiên cứu điển hình # 6: Bảy người bị buộc tội liên quan đến lừa đảo mạng tinh vi trên toàn thế giới  Lừa đảo đầu tư; sử dụng pháp nhân; sử dụng internet; sử dụng tài sản ảo; Sử dụng dịch vụ tài chính |
| Một cơ quan thực thi pháp luật đối tác ở Nước S đã cảnh báo Trung tâm điều phối tội phạm mạng chính sách chung (JPC3) thuộc Lực lượng Cảnh sát Liên bang Úc (AFP) về các mối liên kết của Úc với một trò lừa đảo chủ yếu dựa trên Nước S. AFP sau đó bắt đầu một cuộc điều tra song song với cơ quan thực thi pháp luật nước ngoài (Chiến dịch Wickham).  Vụ lừa đảo tinh vi liên quan đến việc thao túng bất hợp pháp các nền tảng giao dịch điện tử hợp pháp. Một tổ chức tội phạm có tổ chức đã tiến hành một vụ lừa đảo 'theo phong cách Sha Zhu Pan' bằng cách sử dụng kết hợp các mạng xã hội, bao gồm việc sử dụng các trang web hẹn hò, trang web việc làm và nền tảng nhắn tin để có được sự tin tưởng của nạn nhân trước khi đề cập đến các cơ hội đầu tư. Sau khi đăng ký dịch vụ đầu tư tài chính, tổ chức này bị cáo buộc đã thao túng dữ liệu được cung cấp thông qua ứng dụng hợp pháp để khuyến khích đầu tư thêm, đồng thời che giấu sự thật rằng tiền đã bị đánh cắp. Hơn 100 triệu đô la Mỹ thiệt hại trên toàn thế giới đã được quy cho tổ chức tội phạm có tổ chức này, với phần lớn nạn nhân có trụ sở tại Nước S.  Tổ chức này đã sử dụng công dân nước ngoài sống ở Úc để thiết lập cơ sở hạ tầng cần thiết để tạo điều kiện cho các hoạt động lừa đảo của họ. Tổ chức này đã sử dụng các công dân nước ngoài để đăng ký các công ty Úc và thiết lập tài khoản ngân hàng kinh doanh của Úc để rửa tiền thu được từ tội phạm. Các khoản tiền đã được rửa thông qua một doanh nghiệp chuyển tiền và được phân lớp thông qua các tài khoản ngân hàng được liên kết với các doanh nghiệp Úc đã đăng ký.  Một trong những kẻ phạm tội, trong khi làm việc tại doanh nghiệp chuyển tiền, bị cáo buộc có liên kết với tập đoàn tội phạm có tổ chức và trực tiếp tham gia vào việc mua sắm giám đốc giả danh (straw director) và chủ tài khoản giả cho các thực thể ML. Người này bị cáo buộc giám sát việc thành lập các công ty giả mạo và các tài khoản ngân hàng liên quan của họ, vi phạm quy định của Luật PCRT/CTTKB. Bảy người đã bị buộc tội theo Chiến dịch Wickham vì nhiều tội danh khác nhau bao gồm rửa tiền thu được do phạm tội mà có(tiền hoặc tài sản trị giá 10.000.000 đô la trở lên). Hơn nữa, Lực lượng đặc nhiệm tịch thu tài sản hình sự (CACT) của AFP đã thực thi lệnh phong tỏa đối với các tài khoản ngân hàng liên quan đến tổ chức này, với tổng giá trị hơn 21 triệu USD.  Source - Australia |
| Nghiên cứu điển hình # 7: Công ty Úc bị tập đoàn tộ phạm mạng nước ngoài lợi dụng  Hành vi gian lận bao gồm xâm phạm email doanh nghiệp; lạm dụng pháp nhân; Sử dụng tài sản ảo (tiền điện tử hoặc tài sản ảo khác) |
| FIU Úc, AUSTRAC đã xác định một pháp nhân công ty Úc bị lạm dụng bởi một tập đoàn tội phạm mạng nước ngoài để chuyển tiền ra nước ngoài. Nhóm tội phạm này sử dụng các công ty vỏ bọc quốc tế, các công ty tiền tệ kỹ thuật số và các nhà cung cấp dịch vụ chuyên nghiệp, bao gồm cả một kế toán viên. Giám đốc của công ty rất có thể là nạn nhân của hành vi trộm cắp danh tính hoặc bị lừa đảo về tiền.  Công ty đã tìm cách nhận số tiền thu được do gian lận vào tài khoản tại ngân hàng Úc, bao gồm hơn 92.000 đô la từ một vụ xâm phạm email kinh doanh liên quan đến giải quyết tài sản vào năm 2020. Các khoản tiền đã bị đóng băng và trả lại cho nạn nhân trước khi tiền có thể được gửi ra nước ngoài. Tuy nhiên, tài khoản đã nhận thành công hơn 290.000 đô la từ một số nạn nhân ở nước ngoài khác nhau trong bốn tháng vào năm 2020, trước khi chuyển đi.  Rất có khả năng công ty đã sử dụng tiền kỹ thuật số[[34]](#footnote-34) để rửa tiền do phạm tội mà có. Tổ chức đã gửi tiền mà ngay lập số tiền này được chuyển đổi thành tiền kỹ thuật số[[35]](#footnote-35) và rút khỏi tài khoản lưu ký của các nhà cung cấp dịch vụ trao đổi tiền kỹ thuật số (DCE). Hai tài khoản công ty nước ngoài bổ sung được liên kết với thực thể thông qua DCE và có khả năng được sử dụng để rửa tiền phạm tội thông qua các công ty vỏ bọc[[36]](#footnote-36).  Source – Australia  NOTE: we will need to seek permission to use this case study – Lưu ý chúng ta cần chờ được cho phép sử dụng trường hợp nghiên cứu này |
| Nghiên cứu điển hình # 8: Rửa tiền thông qua các công ty vỏ bọc  Lạm dụng pháp nhân | |
| Từ tháng 4/2019 đến tháng 4/2021, 11 thành viên của một tổ chức tội phạm đã thành lập khoảng 340 công ty vỏ bọc cùng với khoảng 900 tài khoản ngân hàng dưới danh nghĩa của các công ty vỏ bọc này. Các tài khoản ngân hàng đã được "bán" cho bọn tội phạm cần tài khoản ngân hàng để quản lý và che giấu các khoản tiền bất hợp pháp thu được từ việc điều hành các trang web cờ bạc bất hợp pháp. Vào tháng 10 năm 2012, các cơ quan công tố Hàn Quốc đã truy tố 11 thành viên của tập đoàn tội phạm và nhận được lệnh giải thể các công ty vỏ bọc.  Nguồn – Hàn Quốc | |
| Nghiên cứu điển hình # 9: Nhận tài trợ của chính phủ bằng cách sử dụng các tài liệu gian lận và rút tiền mặt  Gian lận; tự rửa tiền; các tổ chức tài chính; tiền mặt; sử dụng séc; COVID-19; sử dụng pháp nhân; Báo cáo giao dịch đáng ngờ | |
| Từ tháng 12/2021 đến tháng 2/2023, 4 nghi phạm ở Macao, Trung Quốc đã yêu cầu mở tài khoản ngân hàng doanh nghiệp cho hơn 140 công ty tại 5 ngân hàng địa phương khác nhau. Bốn nghi phạm này đã gửi séc do Chính phủ Macao, Trung Quốc phát hành để trợ cấp cho các doanh nghiệp vừa và nhỏ cũng như các cá nhân hoạt động tự do để đối phó với khó khăn COVID-19. Tất cả các khoản tiền liên quan trị giá khoảng 200.000 USD đã được rút bằng tiền mặt ngay sau khi séc được xóa. Khi các ngân hàng tiến hành nhận biết khách hàng, bốn nghi phạm nói rằng tiền mặt sẽ được sử dụng cho mục đích kinh doanh. Các ngân hàng đã gửi STR dựa trên các yếu tố đáng ngờ. Phân tích sâu hơn được thực hiện bởi FIU của Macao, Trung Quốc cho thấy hầu hết tất cả các công ty đều có chung địa chỉ thư từ và các trường hợp STR sau đó đã được chuyển đến Văn phòng Công tố để điều tra thêm.  Nguồn – Macao, Trung Quốc | |

|  |
| --- |
|  |
| Case Study # 10: Investment fraud  Nghiên cứu điển hình # 10: Gian lận đầu tư  Gian lận đầu tư; sử dụng pháp nhân; tội phạm xuyên quốc gia |
| Trong một cuộc điều tra về một vụ lừa đảo đầu tư, gian lận đã đột kích vào nhiều địa điểm bao gồm các trung tâm chăm sóc khách hàng, công ty và khu vực nhà ở. Tổ chức tội phạm có trụ sở tại Malaysia, chỉ hoạt động được vài năm, nhưng bị cáo buộc đã tích lũy được gần 200 triệu RM (~ 42,6 triệu USD) tiền thu được từ tội phạm.  Mặc dù hoạt động ở Malaysia, các thành viên tổ chức đến từ các khu vực pháp lý nước ngoài khác nhau sử dụng người Malaysia để hỗ trợ. Phương thức hoạt động của tổ chức này là cung cấp danh mục đầu tư giả mạo thông qua quảng cáo trên phương tiện truyền thông xã hội. Vụ lừa đảo đã sử dụng những người hỗ trợ chuyên nghiệp, đặc biệt là thư ký công ty, để thành lập các công ty, lừa đảo nạn nhân rằng họ đang đầu tư vào một dự án đầu tư hợp pháp hoặc mua cổ phần của một công ty thực sự.  Hoạt động này dẫn đến bốn công dân nước ngoài bị buộc tội, kết án và phạt tiền vì các tội danh theo bộ luật hình sự. Việc tịch thu tài sản liên quan đến tội rửa tiền đang tiếp tục được thực hiện.  Nguồn – Malaysia |
| Nghiên cứu điển hình # 11: Mạng lưới hơn 3.000 công ty bị sử dụng như một kênh gian lận email doanh nghiệp  Sự gian lận; tội phạm nguồn có yếu tố nước ngoài; rửa tiền của bên thứ ba; nhà cung cấp dịch vụ công ty; sử dụng pháp nhân và thỏa thuận pháp nhân; Báo cáo giao dịch đáng ngờ |
| Vào năm 2020, Cục Thương mại (CAD) của Lực lượng Cảnh sát Singapore đã quan sát thấy sự gia tăng đột ngột của các công ty do Singapore thành lập được sử dụng làm cầu nối/kênh dẫn cho tội phạm xâm phạm email doanh nghiệp nhắm vào nạn nhân ở nước ngoài. Các công ty đều có các đặc điểm chung và các cuộc điều tra của CAD đã phát hiện ra một mạng lưới hơn 3.000 công ty bị nghi ngờ được thành lập với mục đích rửa tiền thu được từ tội phạm. Nhận thức được tầm quan trọng của việc phá vỡ tổ chức tội phạm này, CAD đã đề nghị các bên liên quan chủ yếu từ ngành ngân hàng chia sẻ những quan sát của mình và trao đổi các thông tin sâu về trường hợp này. Vụ việc này đã được FIU Singapore, Văn phòng Báo cáo Giao dịch Đáng ngờ (STRO) phát hành một báo cáo tư vấn gửi cho ngành ngân hàng về loại hình tội phạm mới nổi liên quan đến các công ty Singapore.  Việc trao đổi thông tin tình báo và những hiểu biết như vậy đã được chứng minh là công cụ hiệu quả giúp việc đẩy nhanh các cuộc điều tra của STRO và sau đó phổ biến thông tin tài chính có thể tạo điều kiện thuận lợi cho các cuộc điều tra của CAD. Các cuộc điều tra cho thấy các đại lý nước ngoài có liên kết với các tập đoàn tội phạm nước ngoài thuê các nhà cung cấp dịch vụ doanh nghiệp (CSP) ở Singapore để bắt tay với các công ty và tuyển dụng các cá nhân bên thứ ba làm giám đốc địa phương cho các công ty mà họ thành lập.  Các giám đốc địa phương này, mỗi người nắm giữ các chức vụ giám đốc từ 57 đến 1.002 công ty, đã cho phép các công ty và tài khoản ngân hàng của họ được sử dụng bởi các đại lý nước ngoài, do đó các giám đốc này bị phát hiện là đã cẩu thả trong khi thực thi nhiệm vụ của họ với tư cách là giám đốc.  Vào tháng 6/2023, 12 cá nhân liên quan đến các công ty đã bị buộc tội. Cho đến nay, năm trong số những cá nhân này đã bị kết án về nhiều tội danh khác nhau theo Đạo luật Công ty, chịu một biện pháp tư pháp thay thế về tội rửa tiền (convicted an alternative criminal justice measure to ML), bị kết án tù hoặc phạt tiền. Việc truy tố đang diễn ra đối với bảy cá nhân khác có liên quan. Các đặc điểm chung được quan sát thấy ở các công ty này bao gồm:  • Các công ty có một giám đốc địa phương và một giám đốc nước ngoài, người cũng đóng vai trò là cổ đông duy nhất của công ty.  • Các công ty có cùng một địa chỉ đăng ký chung hoặc giám đốc địa phương. Các giám đốc địa phương thường giữ nhiều chức vụ giám đốc trên mạng lưới các công ty.  • Các công ty được thành lập trong một khoảng thời gian tương tự nhau.  • Hạn chế xuất hiện trực tuyến, tính chất kinh doanh khác nhau mặc dù số lượng giao dịch lớn, khối lượng giao dịch cao mặc dù các doanh nghiệp mới thành lập.  Nguồn - Singapore |
| Nghiên cứu điển hình # 12: Gian lận ngoại hối  Gian lận bao gồm lừa đảo qua điện thoại / SMS / email / phương tiện truyền thông xã hội; rửa tiền của bên thứ ba; sử dụng pháp nhân và thỏa thuận pháp nhân |
| Người A và nhóm đồng phạm của mình đã thành lập 42 công ty vỏ bọc và vận hành riêng rẽ các doanh nghiệp giao dịch ngoại hối và giao dịch tương lai bất hợp pháp, đối tượng này tự xưng danh là một nhà giao dịch ngoại hối từ khu vực tài phán X (nước X). Nhóm đối tượng thành lập văn phòng chi nhánh ở nhiều khu vực khác nhau, thuê nhân viên để mở rộng hoạt động, triển khai hệ thống môi giới và thực hiện các chương trình khuyến mãi thông qua các nhà môi giới hoặc các nền tảng trực tuyến như Facebook, WeChat, QQ hoặc Telegram. Họ cũng đưa ra "chương trình thưởng 6%" như một sự đảm bảo lợi nhuận, nhằm thu hút mọi người giao dịch trên trang web lừa đảo của nhóm. Từ năm 2012 đến tháng 5/2022, nhóm đối tượng đã lừa đảo tổng cộng 24,98 tỷ TWD (~ 832 triệu USD).  Để thu hồi số tiền thu được từ tội phạm, Cục Điều tra Bộ Tư pháp (MJIB) đã thu giữ 93 bất động sản, trị giá khoảng 149 triệu TWD (~ 4,6 triệu USD), thuộc sở hữu của Người A. Thông qua việc theo dõi dòng chuyển tiền ra nước ngoài, MJIB xác định rằng Người B (và những người khác) đã cung cấp tài khoản cho Người A để chuyển tiền bất hợp pháp, lên tới 115,69 triệu TWD (~ 3,73 triệu USD). Với sự chấp thuận của tòa án, MJIB đã tịch thu bất động sản dưới tên của Người B, trị giá khoảng 1,3 triệu TWD (~ 406.250 USD). MJIB đã chuyển hồ sơ người A và nhóm tội phạm đến văn phòng công tố vào tháng 3/2023 và hiện nhóm đối tượng đang bị xét xử.  Nguồn - Đài Bắc - Trung Hoa |
| Nghiên cứu điển hình # 13: Cuộc điều tra rửa tiền phức tạp nhất của Úc dưới sự chỉ đạo của AFP  Tội phạm có tổ chức; đổi tiền; dịch vụ chuyển tiền giá trị cao; hợp tác quốc tế; rửa tiền của bên thứ ba; Tự rửa tiền |
| Chiến dịch Avarus-Nightwolf là một cuộc điều tra kéo dài 14 tháng do AFP chỉ đạo được hỗ trợ bởi AUSTRAC, Lực lượng Biên giới Úc (ABF), Ủy ban Tình báo Hình sự Úc (ACIC), Ủy ban Chứng khoán và Đầu tư Úc (ASIC), Văn phòng Thuế Úc (ATO) và Bộ An ninh Nội địa Hoa Kỳ. Bảy thành viên của tổ chức rửa tiền Long River, và một tập đoàn tội phạm có tổ chức của Úc bị cáo buộc có phạm vi hoạt động toàn cầu, đã bị điều tra và buộc tội liên quan đến việc bí mật điều hành một chuỗi chuyển tiền nổi tiếng, trị giá hàng tỷ đô la ở Úc: Sàn giao dịch tiền tệ Trường Giang. AFP sẽ cáo buộc rằng, để thể hiện mình giống như một công ty chuyển tiền tuân thủ nghiêm pháp luật, Sàn giao dịch tiền tệ Trường Giang thậm chí còn cung cấp các nguồn lực để tuyên truyền, giáo dục khách hàng về luật Phòng chống rửa tiền (AML Laws) của Úc.  Từ năm 2020-2023, Sàn giao dịch tiền tệ Trường Giang đã chuyển hơn 10 tỷ USD vào và ra khỏi Australia. Trong khi hầu hết các khoản tiền này là từ các khách hàng chuyển tiền hợp pháp, AFP sẽ cáo buộc được công ty này đã bí mật chuyển tiền thu được từ hoạt động bất hợp pháp trong và ngoài Úc. AFP sẽ cáo buộc rằng từ năm 2020-2023, Sàn giao dịch tiền tệ Trường Giang đã rửa hơn 228 triệu USD. AFP cáo buộc một số tiền được rửa bởi tổ chức này là từ số tiền thu được từ tội phạm, bao gồm các hoạt động xuất phát từ gian lận trên mạng và buôn bán hàng hóa bất hợp pháp. AFP cũng cáo buộc tổ chức này huấn luyện các khách hàng của mình cách tạo ra các giấy tờ kinh doanh giả, chẳng hạn như hóa đơn giả và báo cáo ngân hàng. Điều này có mục đích để khách hàng phạm tội (criminal customers) và Sàn giao dịch tiền tệ Trường Giang cho các nhà chức trách thấy rằng các khoản tiền thu được bất hợp pháp là từ các nguồn hợp pháp nếu việc chuyển tiền bị chính quyền chú ý.  AFP đã buộc tội bốn công dân nước ngoài và ba công dân Úc liên quan đến nhóm tội phạm rửa tiền có tổ chức và thu giữ hơn 50 triệu đô la tài sản và xe cộ. Vào tháng 10/2023, AUSTRAC đã đình chỉ đăng ký của sáu nhà cung cấp dịch vụ chuyển tiền.  Nguồn - Úc |
| Nghiên cứu điển hình # 14: Tập đoàn GT ở New Zealand và thắt chặt luật giám đốc  Buôn bán vũ khí bất hợp pháp; lạm dụng pháp nhân và thỏa thuận pháp nhân |
| Năm 1995, Geoffrey Taylor thành lập GT Group. Kể từ đó, GT Group thường xuất hiện với vai trò là đầu mối cho những người bị lôi kéo vào các vụ bê bối bao gồm giao dịch vũ khí bất hợp pháp, buôn lậu ma túy, tham nhũng lớn và trốn thuế.  Tháng Mười Hai năm 2009, chính quyền Thái Lan bắt giữ một máy bay ở Bangkok, Thái Lan, trên đường từ Bắc Triều Tiên đến Iran. Bản kê khai hàng hóa liệt kê các thiết bị khoan dầu là nội dung chuyên chở của máy bay. Tuy nhiên, chính quyền Thái Lan đã phát hiện chất nổ, lựu đạn phóng tên lửa và vật liệu chế tạo tên lửa đất đối không. Chiếc máy bay này được cho thuê bở công ty SP Trading. Các tài liệu thành lập của SP Trading cho thấy giám đốc duy nhất của công ty với một cổ đông công ty duy nhất, là một người Trung Quốc mới nhập cư đến New Zealand, tên là Lu Zhang. SP Trading niêm yết địa chỉ đăng ký của nó chính là địa chỉ của của GT Group.  Khi bắt giữ Lu Zhang, chính quyền New Zealand nhanh chóng phát hiện ra cô là một người vô tình tham gia buôn bán vũ khí quốc tế. Chẳng hạn, việc chỉ định làm chữ ký để bán, Lu Zhang gần đây đã tìm được việc làm bán thời gian với Taylors của GT Group trong tư cách là giám đốc được chỉ định. Với mức chi trả 15 đô la cho mỗi chữ ký, GT Group đã đặt tên của Lu Zhang trên các tài liệu của công ty, nhờ đó đã che dấu người thực sự có quyền kiểm kiểm soát công ty và các công ty vỏ bọc khác.  Cổ đông công ty của SP Trading, Vicam (Auckland) Limited, giống như SP Trading, đã kê khai địa chỉ đăng ký của mình là công ty con/chi nhánh của GT Group (as care of GT Group), tại nhiều thời điểm đã kê khai một số thành viên gia đình Taylor làm giám đốc, mặc dù đến năm 2009, giám đốc được chỉ định là Nesita Manceau. Một đánh giá tóm tắt về Nesita Manceau gợi ý (sugguests) rằng cô là một giám đốc được chỉ định chuyên nghiệp - làm việc cho GT Group; tên của cô đã được liệt kê trên OpenCorporates với tư cách là giám đốc của hơn 400 công ty New Zealand. Hơn nữa, Vicam (Auckland) Limited đã chỉ định chính GT Group là cổ đông duy nhất tại thời điểm điều tra về lô hàng vũ khí. Vào tháng 7 năm 2010, cổ đông này đã được sửa đổi để chỉ định Nesita Manceau là cổ đông duy nhất, trao cho Manceau vai trò kép là cổ đông được chỉ định và giám đốc được chỉ định cho một công ty có liên quan trong một cuộc điều tra quốc tế.  Sự kết hợp giữa giám đốc được chỉ định, cổ đông được chỉ định và cổ đông công ty đã giúp che dấu của người chủ mưu (principal) đã sắp xếp việc vận chuyển vũ khí từ Triều Tiên đến Iran. Không ai trong GT Group hoặc bất kỳ thành viên nào của gia đình Taylor phải đối mặt với cáo buộc vì vai trò của họ trong việc che giấu thành công danh tính của những người đứng sau buôn bán vũ khí bất hợp pháp, hoặc cung cấp các công ty vỏ bọc cho băng đảng ma túy Sinaola hoặc vụ Magnitsky. Việc cung cấp các giám đốc được chỉ định và sở hữu cổ phần là hoàn toàn hợp pháp ở New Zealand vào thời điểm đó. Vào tháng 11 năm 2010, bản thân Lu Zhang đã bị kết án 74 tội danh khai báo sai trên các mẫu đăng ký công ty, mặc dù không có hình phạt nào được áp dụng.  Đáng chú ý, trường hợp này đã thúc đẩy chính phủ New Zealand thực hiện những cải cách quan trọng đối với luật công ty vào năm 2014. Nỗ lực này cũng phản ánh quyết định năm 2011 của Liên minh châu Âu loại bỏ New Zealand khỏi danh sách trắng các khu vực pháp lý có kiểm soát chống rửa tiền tương đương. Các sửa đổi bắt buộc mọi công ty New Zealand đăng ký mới và công ty đang hoạt động hiện tại phải có một giám đốc là một cá nhân thực sự cư trú tại địa phương, tên và ngày sinh cũng phải được đăng ký. Hơn nữa, các nhà cung cấp dịch vụ doanh nghiệp đã bị đưa vào hệ thống phòng chống rửa tiền/chống tài trợ khủng bố (AML / CFT) của New Zealand.  Quan trọng hơn, chính phủ New Zealand đã thành lập một Nhóm Liêm chính và Thực thi gồm 17 thành viên để kiểm tra sự tuân thủ của các nhà cung cấp dịch vụ của công ty với các tiêu chuẩn mới và điều tra độc lập hoạt động đáng ngờ phù hợp với phạm vi truyền thông, bao gồm cả việc lạm dụng giám đốc được chỉ định và sắp xếp cổ đông được chỉ định .  Việc sử dụng các công ty vỏ bọc của New Zealand trong tội phạm quốc tế dường như đã giảm đáng kể sau những cải cách này, mặc dù các sửa đổi ảnh hưởng đến ít hơn 1% trong số 550.000 công ty trong sổ đăng ký.  Source - World Bank Group |
| Nghiên cứu điển hình # 15: Thao túng thị trường chứng khoán và chiếm đoạt tài sản tại công ty cổ phần  Sự gian lận; Giao dịch nội gián và thao túng thị trường |
| Người A và đồng phạm đã tiến hành vụ án thao túng thị trường chứng khoán, chiếm đoạt tài sản tại công ty cổ phần. Người A thành lập công ty cổ phần và để tăng vốn điều lệ, ông đã biến công ty này thành công ty đại chúng để niêm yết trên sàn chứng khoán. Liên quan đến vụ án này, một số cựu lãnh đạo nhà nước đã bị khởi tố về tội "lợi dụng chức vụ, quyền hạn trong khi thi hành công vụ". Một số quan chức đã bị khởi tố về tội 'công bố thông tin sai sự thật hoặc che giấu thông tin trong hoạt động chứng khoán'. Các bị cáo đã nộp 195 tỷ đồng (~ 8 triệu USD) cho nhà nước để khắc phục hậu quả; Cơ quan điều tra đã thu giữ chín bất động sản. Tổng thiệt hại của vụ án lên tới 1.830 tỷ đồng (~ 75,5 triệu USD).  Source - Vietnam |

**Thách thức chính với những người hỗ trợ chuyên nghiệp: quyền riêng tư và đặc quyền nghề nghiệp hợp pháp**

Có được các tiến bộ về việc minh bạch hóa (để kiểm soát các dòng tài chính bất hợp pháp) là nhờ việc mở rộng việc thu thập và trao đổi thông tin giữa các cơ quan có thẩm quyền. Ví dụ, các chính sách mới liên quan tới việc này bao gồm thành lập các cơ quan/trung tâm đăng ký thông tin quyền sở hữu hưởng lợi , trao đổi thông tin tài khoản ngân hàng tự động toàn cầu và / hoặc các quy định trách nhiệm[[37]](#footnote-37) của các trung gian thực hiện cơ chế cung cấp thông tin để trao đổi và ngăn chặn việc che giấu chủ sở hữu hưởng lợi [[38]](#footnote-38). Việc mở rộng như vây về thu thập, xử lý và trao đổi thông tin giữa các chính phủ đã gây ra sự phản đối, đặc biệt là việc trao đổi thông tin liên quan đến quyền riêng tư và bảo vệ thông tin / dữ liệu và đặc quyền nghề nghiệp pháp lý.

Một trong những diễn biến quan trọng nhất về vấn đề này là phán quyết của Tòa án Công lý châu Âu[[39]](#footnote-39) vào tháng 11/2022, vô hiệu hóa quyền truy cập của công chúng vào thông tin quyền sở hữu hưởng lợi trong cuộc chiến chống rửa tiền. Lý do chính là do liên quan đến quyền riêng tư của cá nhân. Cũng liên quan đến quyền riêng tư, các chuyên gia pháp lý đã viện dẫn đặc quyền nghề nghiệp hợp pháp của khách hàng của họ. Ví dụ, Tòa án Công lý Châu Âu đã công nhận đặc quyền nghề nghiệp pháp lý của luật sư để vô hiệu hóa một số yêu cầu báo cáo thông tin nhất định dựa trên Chỉ thị của Hội đồng EU 2011/16 (được gọi là DAC6) liên quan đến các quy tắc tiết lộ bắt buộc trong thỏa thuận thuế xuyên biên giới[[40]](#footnote-40). Một ý kiến pháp lý[[41]](#footnote-41) năm 2024 của Tổng biện hộ cho Tòa án Công lý Châu Âu đã công nhận đặc quyền nghề nghiệp pháp lý của luật sư để phản đối việc gửi thông tin về việc thành lập các công ty, cũng trong phạm vi quyền riêng tư. Các tổ chức xã hội dân sự đã chỉ trích phán quyết này. [[42]](#footnote-42)

FATF và Diễn đàn toàn cầu về minh bạch và trao đổi thông tin cho mục đích thuế (Diễn đàn toàn cầu) đã cảnh báo chống lại những hành động này và lập luận về các giới hạn về đặc quyền nghề nghiệp hợp pháp. Ví dụ, báo cáo FATF năm 2019 Hướng dẫn cho các chuyên gia pháp lý tiếp cận dựa trên rủi ro*[[43]](#footnote-43)*  lưu ý rằng:

"tội phạm tìm kiếm các chuyên gia pháp lý (so với các chuyên gia không thực thi pháp lý – non legal professions khác) để thực hiện các dịch vụ được liệt kê trong Khuyến nghị 22 với mục đích phạm tội cụ thể như che giấu các hoạt động và danh tính của chúng trước chính quyền thông qua các biện pháp bảo vệ đặc quyền / bí mật nghề nghiệp" (trang 23).

Tương tự như vậy, báo cáo của FATF năm 2013 về Tổn thương của các chuyên gia pháp lý về khía cạnh rửa tiền và tài trợ khủng bố (báo cáo Money Laudering and Terrosist Vulerabilities)[[44]](#footnote-44) lưu ý rằng:

*"Các tuyên bố về đặc quyền nghề nghiệp hợp pháp hoặc bí mật nghề nghiệp có thể cản trở và trì hoãn cuộc điều tra hình sự... Trong nhiều trường hợp, điều này có nghĩa là yêu cầu đặc quyền nghề nghiệp hợp pháp hoặc bí mật nghề nghiệp sẽ cần phải được giải quyết bởi tòa án, điều này có thể trì hoãn quá trình điều tra trong một khoảng thời gian đáng kể. Vì thời gian là một yếu tố quan trọng trong việc truy thu soố tiền thu được do phạm tội mà có, điều này có thể ảnh hưởng đến quyết định của các nhà điều tra về việc có nên điều tra sự tham gia có thể có của chuyên gia pháp lý hay tìm kiếm bằng chứng về các hoạt động của khách hàng của họ từ các nguồn thay thế "(trang 31-32).*

Hơn nữa, Phụ lục của báo cáo bao gồm 45 trường hợp các chuyên gia pháp lý che giấu quyền sở hữu thông qua việc thành lập các công ty, quỹ tín thác, sử dụng cổ phiếu vô danh hoặc đóng vai trò là người được ủy thác. Trường hợp 59 của Phụ lục liên quan đến một chuyên gia pháp lý tạo ra các cấu trúc nước ngoài phức tạp và chuyển tiền qua tài khoản khách hàng trong khi sử dụng đặc quyền để ngăn chặn sự phát hiện.

Trong khi còn có những quan điểm khác nhau về vấn đề này, có một lập luận cho rằng, sự bảo vệ được cung cấp cho khách hàng dựa trên đặc quyền nghề nghiệp pháp lý cần phải được nêu cụ thể trong mọi thông tin và các phương tiện truyền thông được tạo ra bởi các chuyên gia pháp lý khi các chuyên gia này tham gia các hoạt động trong tư cách là chuyên gia pháp lý. Ví dụ, Sổ tay đánh giá ngang hàng về tính minh bạch và trao đổi thông tin theo yêu cầu[[45]](#footnote-45) mô tả rằng:

*"Việc giao tiếp (communication) giữa khách hàng và luật sư, luật sư hoặc đại diện pháp lý được thừa nhận khác* ***chỉ được coi là đặc quyền*** *nếu, và trong phạm vi, khi luật sư (attorney), luật sư (solicitor) hoặc đại diện pháp lý khác hành động (acts) với tư cách là luật sư, luật sư hoặc đại diện pháp lý khác. Ví dụ, trong phạm vi luật sư đóng vai trò là cổ đông được chỉ định , người được ủy thác, người định cư, giám đốc công ty hoặc theo giấy ủy quyền để đại diện cho công ty trong các hoạt động kinh doanh của mình, anh ta không thể yêu cầu đặc quyền luật sư-khách hàng đối với bất kỳ thông tin nào phát sinh từ và liên quan đến bất kỳ hoạt động nào như vậy "(đoạn 88).*

Theo Diễn đàn Toàn cầu, thông tin về quyền sở hữu về nguyên tắc không **được coi là bảo mật**. Hơn nữa, Công ước thuế mẫu về thu nhập và vốn 2017[[46]](#footnote-46) làm cơ sở pháp lý để trao đổi thông tin mô tả rằng:

*"Sự đặc quyền bảo vệ như vậy không được đính kèm với các tài liệu hoặc hồ sơ được giao cho luật sư, luật sư hoặc đại diện pháp lý được thừa nhận khác nhằm bảo vệ các tài liệu hoặc hồ sơ đó khỏi bị tiết lộ theo yêu cầu của pháp luật. Ngoài ra, thông tin về danh tính của một người như giám đốc hoặc chủ sở hữu hưởng lợi của một công ty thường không được bảo vệ như một thông tin mật" (đoạn 19.3).*

**1.4. Cơ chế bảo vệ**

Các cơ quan có thẩm quyền có thể sử dụng một loạt các cơ chế để giảm thiểu các yếu tố hỗ trợ chuyên nghiệp và lạm dụng pháp nhân. Có quyền tiếp cận kịp thời thông tin về quyền sở hữu cơ bản và thông tin về sở hữu hưởng lợi thông qua cơ chế đăng ký công khai là rất quan trọng đối với các cơ quan có thẩm quyền. Hơn nữa, do các yếu tố hỗ trợ chuyên nghiệp thường là các quỹ tín thác và tổ chức cung ứng dịch vụ cho công ty (TCSP), nên việc quản lý các TCSP là rất quan trọng. Ngoài ra còn có các cơ chế khác như thực hiện các biện pháp trừng phạt tương xứng và răn đe, bảo vệ người tố giác và quan hệ đối tác công/tư. Cuối cùng, với những thách thức mà quốc tế đưa ra đối với quyền sở hữu hưởng lợi của pháp nhân, hợp tác quốc tế giữa các cơ quan có thẩm quyền có vai trò quan trọng.

Phần này đề cập tới nỗ lực của cả các thành viên và quan sát viên, thực tiễn quốc tế tốt nhất và bài học kinh nghiệm từ việc thực hiện các cơ chế này.

|  |
| --- |
| Viện Dịch vụ Thống nhất Hoàng gia (RUSI) - Nhà cung cấp dịch vụ chuyên nghiệp và chống rửa tiền, Báo cáo hội nghị (2024) |
| Từ tháng 4 đến tháng 6 năm 2024, Trung tâm Tài chính và An ninh (CFS) tại Viện Dịch vụ Thống nhất Hoàng gia (RUSI) đã tổ chức ba hội thảo về vai trò của quy định về PCRT, giám sát và thực thi trong việc ngăn chặn, phát hiện và trừng phạt hành vi được gọi là “hỗ trợ” của luật sư và kế toán, đồng thời rà soát các thực tiễn tốt ở Vương quốc Anh (Anh) và Liên minh châu Âu (EU).  RUSI đã hợp tác với Phái đoàn Liên minh châu Âu tại Vương quốc Anh và Bắc Ireland tổ chức các hội thảo, và mời các bộ, ngành, cơ quan quản lý, thực thi pháp luật và các học giả trên khắp Vương quốc Anh và EU tham dự. Tháng 7/2024, CFS đã công bố Báo cáo Hội nghị[[47]](#footnote-47) để tóm tắt những phát hiện chính từ các cuộc thảo luận.  Mỗi hội thảo tập trung vào những thách thức cụ thể liên quan đến các yếu tố khác nhau của quy trình giám sát đối với các nhà cung cấp dịch vụ chuyên nghiệp trên các khía cạnh: Hiệu quả, thực thi và động cơ. Báo cáo phác thảo chi tiết toàn diện, kết quả của từng hội thảo. Ba hội thảo nhấn mạnh rằng có nhiều thách thức chung trong việc thực thi nghĩa vụ PCRT trong các nhà cung cấp dịch vụ chuyên nghiệp, đáng chú ý là:  • Thiếu cấu trúc giám sát nhất quán cả trong một số khu vực pháp lý và giữa các khu vực pháp lý khác nhau; Điều này cản trở sự hợp tác xuyên biên giới và có khả năng tạo ra những khoảng trống mà bọn tội phạm có thể khai thác.  • Cần chia sẻ thông tin nhiều hơn trong tất cả các hoạt động, đặc biệt là liên quan đến các báo cáo giao dịch đáng ngờ/báo cáo hoạt động đáng ngờ, nơi cả chuyên gia và giám sát viên đều thấy rằng nếu có nhiều phản hồi thông tin hơn thì công việc càng thuận lợi hơn.  • Cần tạo điều kiện cho giám sát trong việc truy cập vào các công cụ quản lý, bao gồm biện pháp yêu cầu các chuyên gia nghề nghiệp tuân thủ các nghĩa vụ PCRT. Những công cụ này cũng cần được điều chỉnh cho phù hợp với từng loại hình cung cấp dịch vụ chuyên nghiệp khác nhau và các khu vực địa lý khác nhau.  Tất cả những người tham gia đều đồng ý rằng luật sư và kế toán có vai trò rất quan trọng trong việc ngăn chặn và phát hiện các hành vi rửa tiền, nhưng những thách thức nêu trên sẽ còn cản trở việc thực hiện hiệu quả các biện pháp PCRT nếu các chuyên gia hoặc nhà cung cấp dịch vụ chuyên nghiệp không tuân thủ quy định. |

|  |
| --- |
| Văn phòng Liên Hợp Quốc về Ma túy và Tội phạm nghiên cứu các biện pháp phòng ngừa liên quan đến yếu tố hỗ trợ chuyên nghiệp |
| Văn phòng Liên Hợp Quốc về Ma túy và Tội phạm (UNODC) đang tích cực nghiên cứu các biện pháp phòng ngừa liên quan đến các yếu tố hỗ trợ chuyên nghiệp. Tại phiên thảo luận về các biện pháp phòng chống tham nhũng, tập trung vào vai trò của các bên trung gian trong việc chuyển giao tài sản do phạm tội mà có, theo mục 6 về Phiên họp đặc biệt của Đại hội đồng LHQ (UNGASS) về chống tham nhũng - phiên họp tổng kết thứ 14 của Nhóm đánh giá thực hiện (4-8/9/2023), UNODC đã cung cấp thông tin cập nhật sau:  *"Rửa tiền và che giấu tài sản do phạm tội mà có là một vấn đề phức tạp, đang phát triển và là mối đe dọa nghiêm trọng đối với cả tính toàn vẹn của hệ thống tài chính và pháp quyền. Nó cho phép tội phạm che giấu nguồn gốc và quyền sở hữu số tiền thu được bất hợp pháp và hưởng những lợi ích từ các hoạt động bất hợp pháp của họ. Nhiều tổ chức trung gian, hoặc người giám sát, đã tham gia vào các kế hoạch rửa tiền, một cách cố ý hoặc vô tình. Họ cung cấp các dịch vụ có thể giúp những kẻ rửa tiền ngụy trang nguồn gốc và đích đến của số tiền của họ, chẳng hạn như tạo ra các công ty vỏ bọc, mở tài khoản ngân hàng, chuyển tài sản hoặc thực hiện các giao dịch.*  UNODC giải quyết các thách thức được xác định bởi các quốc gia thành viên và thông qua Cơ chế rà soát Công ước Liên hợp quốc về chống tham nhũng (UNCAC). Một số thách thức chính này bao gồm:   * Thu hẹp khoảng cách thiếu hụt về pháp lý và các quy định và đảm bảo sự giám sát hiệu quả của các cơ quan có thẩm quyền đối với các trung gian, theo đó: tăng cường năng lực và các cơ chế hiệu quả để giám sát và thực thi việc tuân thủ các tiêu chuẩn PCRT. * Nâng cao nhận thức và hiểu biết của các tổ chức trung gian về vai trò, trách nhiệm của mình trong phòng, chống rửa tiền. * Cải thiện việc hợp tác và chia sẻ thông tin giữa các bên trung gian, cơ quan thực thi pháp luật và các cơ quan quản lý. * Đảm bảo rằng các trung gian báo cáo các giao dịch đáng ngờ được bảo vệ khỏi sự trả thù hoặc đe dọa.   Một thách thức lớn nhất là việc hình thành các kênh phản hồi phù hợp tùy theo đặc thù của các lĩnh vực và ngành nghề khác nhau. Các tiếp cận mang tính chất phòng ngừa là hữu ích hơn đối với các đơn vị trung gian dễ bị lạm dụng cho mục đích rửa tiền, nhưng là không đủ nếu áp dụng với yếu tố hỗ trợ chuyên nghiệp. |

**Đăng ký sở hữu hưởng lợi**

Đặc điểm của một hệ thống CRT/ CTTKB và TTPBVKHDHL hiệu quả bao gồm thẩm quyền thực hiện các biện pháp để:

• Ngăn chặn pháp nhân và các thỏa thuận pháp nhân sử dụng cho mục đích tội phạm.

• Làm cho pháp nhân và thỏa thuận pháp nhân minh bạch đầy đủ.

• Đảm bảo rằng thông tin sở hữu cơ bản và hưởng lợi đầy đủ, chính xác và cập nhật có sẵn một cách kịp thời.

• Thông tin về quyền sở hữu hưởng lợi luôn có sẵn để cung cấp cho các cơ quan có thẩm quyền[[48]](#footnote-48).

• Người vi phạm các biện pháp nêu trên phải chịu sự trừng phạt thích đáng và có tính răn đe.

Thực hiện hiệu quả các biện pháp này sẽ làm giảm tính hấp dẫn đối với các đối tượng phạm tội về lạm dụng pháp nhân[[49]](#footnote-49).

Nhiều khu vực pháp lý đã tạo ra, đang trong quá trình tạo hoặc đang xem xét, các kho lưu trữ tập trung thông tin về sở hữu hưởng lợi. Đăng ký sở hữu hưởng lợi có thể có các dạng và hình thức đăng lý khác nhau, và các nước cũng điều chỉnh linh hoạt việc đăng ký cho phù hợp với bối cảnh thể chế nơi các pháp nhân đăng ký hoạt động, cũng như sự đa dạng về hình thức pháp nhân có sở hữu hưởng lợi.

Dữ liệu được thu thập từ các thành viên liên quan đến thông tin quyền sở hữu hưởng lợi chứng minh rằng đây là một lĩnh vực đòi hỏi cần có sự tăng cường đáng kể. Nói chung, có rất ít thông tin có sẵn về quyền sở hữu hưởng lợi của các pháp nhân ở khu vực Châu Á / Thái Bình Dương. Các trường hợp các nước thành viên có trung tâm đăng ký công khai về pháp nhân, thường chỉ duy trì thông tin cơ bản và không có thông tin về sở hữu hưởng lợi theo định nghĩa của Tiêu chuẩn FATF. Trên toàn cầu, chất lượng của thông tin được lưu giữ trên các sổ đăng ký hiện có thường không được xác minh rõ ràng và không cập nhật. Ngoài thông tin về các cổ đông trực tiếp, khuôn khổ pháp lý thậm chí còn không yêu cầu các pháp nhân duy trì thông tin về chủ sở hữu hưởng lợi.

Tuy nhiên, có một lưu ý tích cực, một số khu vực pháp lý đang thực hiện cải cách và tạo cơ hội cho các khu vực pháp lý khác sử dụng mô hình ở một mức độ phù hợp để đo lường rủi ro và xác định bối cảnh của họ.

**Văn phòng đăng ký sở hữu hưởng lợi của Canada**

Tháng 11/2023, Canada đã thông qua luật để hình thành một cơ sở đăng ký quyền sở hữu hưởng lợi công khai của quốc gia (national public beneficial ownership register). Quy định này đã sửa đổi Đạo luật về Tổng công ty kinh doanh Canada (CBCA) để yêu cầu các công ty công khai thông tin về những người sở hữu hoặc người kiểm soát công ty. Ở Canada, chủ sở hữu hưởng lợi còn được gọi là cá nhân có quyền kiểm soát đáng kể (ISC). Canada dự định sử dụng tiêu chuẩn quốc tế của bộ Tiêu chuẩn Dữ liệu Quyền sở hữu Hưởng lợi của Quyền sở hữu Mở - *Beneficial Ownership Data Standard*[[50]](#footnote-50)của tổ chức Open Ownership (một tổ chức phi lợi nhuận tập trung vào tính minh bạch của quyền sở hữu có lợi), để cấu trúc các dữ liệu thu thập được. Điều này sẽ cho phép khả năng tương tác cao của thông tin về sở hữu hưởng lợi với các cơ quan đăng ký quyền sở hữu hưởng lợi khác trên toàn thế giới, giúp cho việc chia sẻ dữ liệu kịp thời hơn. Hơn nữa, vào tháng 1 năm 2024, Canada yêu cầu các tập đoàn do CBCA quản lý phải nộp thông tin về quyền sở hữu hưởng lợi cho Tổng công ty Canada. Thông tin có sẵn công khai bao gồm: [[51]](#footnote-51):

• Tên pháp lý đầy đủ.

• Ngày cá nhân trở thành ISC và không còn là ISC, nếu có.

• Mô tả về sự kiểm soát quan trọng của ISC.

• Địa chỉ cư trú (sẽ được công khai nếu không có địa chỉ dịch vụ được cung cấp).

• Địa chỉ dịch vụ (nếu được cung cấp).

**Cải cách đăng ký các công ty của Philippines**

Philippines gần đây đã thực hiện một chương trình cải cách đăng ký công ty của nước này để tăng cường và hợp lý hóa quyền truy cập của các cơ quan thực thi pháp luật (LEA) vào hệ thống thông tin quyền sở hữu hưởng lợi, chủ yếu với Ủy ban Chứng khoán và Giao dịch chứng khoán Philippines (SEC). Các hành động bao gồm:

* SEC đã khai trương cổng đăng ký tự động eFAST và yêu cầu công khai về quyền sở hữu hưởng lợi, trong quá trình thành lập doanh nghiệp. SEC đã bổ sung điều này bằng cách thực hiện Thông tư (MC) số 19 (Memorandum Circular No.19) năm 2023, hướng dẫn về việc đặt các công ty vào tình trạng nợ quá hạn vì không nộp các yêu cầu báo cáo (placing corporations in delinquency status for non – submission of reporting requirements), theo hướng dẫn tại Mục 21 và 177 của Bộ luật Công ty sửa đổi.
* Tính đến tháng 4/2024, có hơn nửa triệu tập đoàn đang hoạt động, trong đó 68% tuân thủ các yêu cầu công bố quyền sở hữu hưởng lợi. SEC đặt 32% số công ty còn lại vào “tình trạng vi phạm quy định”. SEC đã xác định quy mô và nhận thấy thấy 97% các pháp nhân vi phạm thuộc về khu vực doanh nghiệp siêu nhỏ, nhỏ và vừa.
* SEC cũng đã đình chỉ hoạt động 117.885 công ty đã bị giám sát và không còn hoạt động trong ít nhất tám năm. Đáng chú ý là tất cả (100%) các công ty bị đình chỉ này không tham gia cũng như không báo cáo bất kỳ hoạt động thương mại nào trong thời gian đó.
* SEC đã làm việc chặt chẽ với 19 cơ quan đối tác, xử lý 734 yêu cầu cung cấp thông tin liên quan đến thông tin công ty, bao gồm quyền sở hữu hưởng lợi đối với trên 4.989 tập đoàn và 1.099 cá nhân.

**Úc đề xuất việc đăng ký quyền sở hữu hưởng lợi**

Vào tháng 11/2022, Chính phủ Úc đã mở cuộc thăm dò ý kiến về việc thiết kế các thông tin đăng ký quyền sở hữu hưởng lợi để công bố công khai. Mục đích của hoạt động này nhằm tăng tính minh bạch của quyền sở hữu hưởng lợi và không khuyến khích sử dụng các cấu trúc sở hữu phức tạp có mục đích trốn tránh các yêu cầu pháp lý và các nghĩa vụ thuế không có quy định rõ ràng (obscure tax liabilities). Chính phủ nước này cũng tìm cách hỗ trợ việc quy định và thực thi pháp luật mạnh mẽ hơn đối với tội phạm thuế và tài chính, hỗ trợ các đơn xin đầu tư của nước ngoài và tạo điều kiện thực thi các biện pháp trừng phạt.

Giai đoạn tham vấn đầu tiên đã nhận được nhiều ý kiến đối với về đề xuất yêu cầu các công ty chưa niêm yết theo quy định Đạo luật Doanh nghiệp của Úc phải duy trì sổ đăng ký quyền sở hữu hưởng lợi chính xác, cập nhật và có thể truy cập công khai. Các giai đoạn tham vấn trong tương lai sẽ lắng nghe các quan điểm về cách thức công khai quyền sở hữu hưởng lợi thông qua các hình thức hợp pháp khác, chẳng hạn như ủy thác và tập trung thông tin trong một sổ đăng ký công khai duy nhất[[52]](#footnote-52).

**Bài học kinh nghiệm:** **thực tiễn tốt nhất và thách thức khi thiết lập sổ đăng ký quyền sở hữu hưởng lợi**

Như được phản ánh trong báo cáo của EU Global Facility về việc Xây dựng lộ trình quốc gia về cơ chế công khai quyền sở hữu hưởng lợi [[53]](#footnote-53), có rất nhiều bài học kinh nghiệm và vấn đề cần xem xét khi thiết lập Đăng ký chủ sở hữu hưởng lợi (BOR). Các thực tiễn tốt nhất rút ra từ báo cáo này; thiết kế khung pháp lý, phối hợp liên chính phủ, các giải pháp công nghệ để kết nối và đào tạo hiệu quả.

Báo cáo cũng xác định những thách thức lớn cần được giải quyết khi thiết lập BOR, bao gồm; Xác định chưa chuẩn về thời gian và nguồn lực cần thiết, luật pháp không rõ ràng hoặc mơ hồ, chất lượng dữ liệu thấp do được cung cấp bởi một hệ thống không đủ mạnh.

**Vai trò tích cực của quỹ tín thác và các công ty cung ứng dịch vụ cho công ty/doanh nghiệp (TCSP) trong việc đăng ký quyền sở hữu hưởng lợi**

Khi các công ty và các tổ chức khác có mối quan hệ với TCSP, điều này có thể mang lại lợi thế cho quá trình đăng ký quyền sở hữu hưởng lợi. So sánh với khách hàng của họ (ví dụ: một pháp nhân phải đăng ký quyền sở hữu hưởng lợi ), TCSP thường có kiến thức và hiểu biết tốt hơn về các yêu cầu về quyền sở hữu hưởng lợi theo pháp luật liên quan.

Nếu TCSP được coi là một đơn vị báo cáo theo luật PCRT/CTTKB/CPBVKHDHL của một quốc gia (ví dụ: nó được coi như một tổ chức kinh doanh ngành nghề phi tài chính liên quan - DNFBP), thì các đơn vị này sẽ phải áp dụng các quy trình nhận diện khách hàng nghiêm ngặt, bao gồm cả việc xác định chủ sở hữu hưởng lợi của khách hàng. Sau khi thu thập thông tin này vì mục đích tuân thủ các yêu cầu nhận diện khách hàng, TCSP sẽ có vị thế để đăng ký thông tin chính xác với cơ quan đăng ký quyền sở hữu hưởng lợi . Hơn nữa, không giống như việc đăng ký công ty, TCSP thường liên hệ chặt chẽ và rộng rãi với khách hàng của họ, cho phép họ nhận biết những thay đổi trong quyền sở hữu hoặc kiểm soát để có thể cập nhật thông tin về quyền sở hữu hưởng lợi . Đáng chú ý, một nước thành viên thực hiện việc quản lý các TCSP theo hệ thống PCRT/CTTKB đã lưu ý rằng vào năm 2023, hệ thống các quỹ tín thác và công ty cung ứng dịch vụ cho doanh nghiệp đã gửi 35 STR cho FIU.

Trong các ví dụ về việc TCSP tham gia vào việc đăng ký quyền sở hữu hưởng lợi, các lợi ích đã được quan sát thấy như sau:

* Tuân thủ và hiểu rõ hơn về các yêu cầu về quyền sở hữu hưởng lợi . Ví dụ, ở Bỉ 70% các công ty đăng ký thông tin của họ thông qua kế toán và những người khác đăng ký trực tiếp thông qua đại diện pháp lý của họ.
* Các chiến dịch nâng cao nhận thức và đào tạo. Trên quan điểm về quản lý việc đăng ký quyền sở hữu hưởng lợi (BOR), việc tập trung đào tạo cho các TCSP liên quan tới việc đăng ký quyền sở hữu hưởng lợi, là hiệu quả hơn so với việc tiếp cận trực tiếp với các pháp nhân hoặc thỏa thuận pháp nhân.
* Truyền thông. Thay vì chỉ giao dịch với một số lượng tương đối nhỏ TCSP (chứ không phải với tất cả các pháp nhân hoặc thỏa thuận pháp nhân), cơ quan đăng ký quyền sở hữu hưởng lợi BOR có thể cung cấp các giải pháp công nghệ tích hợp, chẳng hạn như cổng trực tuyến an toàn và hệ thống truyền dữ liệu tự động (ví dụ: API) để tạo điều kiện chia sẻ thông tin liền mạch giữa TCSP và BOR.
* Xác minh. TCSP thực hiện yêu cầu nhận biết khách hàng CDD cũng phải thực hiện việc xác minh tính chính xác của thông tin quyền sở hữu hưởng lợi . Dựa trên việc xác minh thông tin này, TCSP có thể được phép (hoặc theo yêu cầu của pháp luật), báo cáo những thay đổi cho BOR để cập nhật chính xác các thông tin đã đăng ký. Điều này sẽ cho phép BOR bắt đầu điều tra, yêu cầu thêm thông tin, sửa chữa các điểm còn thiếu chính xác và / hoặc áp dụng các biện pháp bắt buộc phải thực hiện.
* Nhân lực. Nhận thấy một lợi thế đáng kể khi so sánh số lượng nhân viên làm việc toàn thời gian liên quan tới tuân thủ và thẩm định khách hàng tại các TCSP, so với số lượng nhân viên làm việc cho cơ quan công quyền ở các nước.

Mặc dù có những điểm cộng đối với TCSP trong quá trình đăng ký quyền sở hữu hưởng lợi, nhưng nó không đủ để đảm bảo rằng các tổ chức này đã tuân thủ đầy đủ quy định. Do đó, BOR nên thực hiện các cơ chế giám sát như kiểm toán thường xuyên, thanh tra và quy định xử phạt đối với TCSP nhằm tăng cường giám sát và thực hiện tuân thủ nhiệm vụ của các TCSP.

|  |
| --- |
| Những nỗ lực pháp lý của Singapore áp dụng đối với các nhà cung cấp dịch vụ của công ty |
| Singapore xác định rằng bọn tội phạm thường lợi dụng pháp nhân trong các giao dịch bất hợp pháp và/hoặc để kiểm soát và di chuyển tài sản bất hợp pháp. Ở Singapore, hầu hết người ta hình thành pháp nhân thông qua các nhà cung cấp dịch vụ doanh nghiệp (CSP). Trước khi thành lập pháp nhân cho khách hàng, CSP được yêu cầu tiến hành nhận biết khách hàng (CDD), xác định và xác minh danh tính của khách hàng, xác định và xác minh danh tính của chủ sở hữu hưởng lợi liên quan đến pháp nhân được đề xuất.  Cơ quan Quản lý Kế toán và Doanh nghiệp (ACRA) giám sát và quản lý các CSP, và thực hiện các giám sát đối với các CSP bị phát hiện vi phạm nghĩa vụ CDD hoặc đã tạo điều kiện hoặc hỗ trợ việc lạm dụng pháp nhân. Các biện pháp trừng phạt có thể có đối với CSP bao gồm hình phạt tài chính và đình chỉ hoặc hủy đăng ký hoạt động. ACRA cũng duy trì một danh sách các CSP có đăng ký đã bị đình chỉ hoặc bị hủy bỏ trên trang web của mình.  Singapore hiện đang cập nhật đánh giá rủi ro RT /TTKB đối với các pháp nhân (hoàn thành lần cuối vào năm 2019 và vào đầu năm 2024 là báo cáo đánh giá rủi ro về quan hệ đối tác công-tư của Singapore, Đối tác ngành nghề về CRT/CTTKB, công bố Thực tiễn tốt nhất cho các tổ chức tài chính để quản lý rửa tiền, tài trợ khủng bố và tài trợ phổ biến vũ khí hạt nhân (RT/TTKB/TTPBVKHDHL), rủi ro liên quan đến việc nhận thư giới thiệu từ các nhà cung cấp dịch vụ doanh nghiệp*[[54]](#footnote-54).*  Hơn nữa, vào tháng 3/2024, Singapore đã khởi động một cuộc tham vấn ý kiến công khai để tăng cường cơ chế quản lý CSP. Các đề xuất bao gồm tăng hình phạt áp dụng cho các CSP và quản lý cấp cao của họ vì vi phạm nghĩa vụ PCRT/CTTKB và cấm các cá nhân nhận làm giám đốc theo chỉ định của doanh nghiệp trừ trường hợp đã được các CSP có giấy phép thu xếp, và những cá nhân đó đã được CSP đánh giá là phù hợp. Dự luật sẽ được trình lên Quốc hội vào cuối năm 2024. |
| Quan hệ đối tác ngành nghề CRT/CTTKB của Singapore – Các pháp nhân – Các mô hình lạm dụng pháp nhân và thực tiễn tốt nhất (2018) |
| Vào tháng 4 năm 2017, Singapore đã thành lập Đối tác ngành nghề PCRT/CTTKB (AML/CFT Industry Partership), một hình thức đối tác công-tư tập hợp ngành tài chính, cơ quan quản lý, cơ quan thực thi pháp luật và các tổ chức chính phủ khác để hợp tác xác định, đánh giá và giảm thiểu các rủi ro RT/TTKB chủ yếu và mới nổi mà Singapore phải đối mặt.  Vào tháng 5 năm 2018, AML/CFT Industry Partership xuất bản tài liệu về các thực tiễn tốt nhất về Pháp nhân – Các mô hình lạm dụng và Thực tiễn Tốt nhất*[[55]](#footnote-55)*. Các tài liệu thực hành tốt nhất về Đối tác Công nghiệp AML / CFT tập hợp các thủ đoạn hoặc mô hình giao dịch của khách hàng có cảnh báo mà các tổ chức tài chính có thể nhận diện để kịp thời phát hiện các hoạt động tài chính bất hợp pháp. Báo cáo cũng đề xuất các biện pháp mà tổ chức tài chính có thể thực hiện để xác định hoặc ngăn chặn các hoạt động đó.  Nhiều trung gian chuyên nghiệp là yếu tố cơ bản để thiết lập pháp nhân, cũng như cung cấp các dịch vụ thư ký công ty. Do đó, họ tạo thành dòng tương tác đầu tiên với các pháp nhân. Những điểm nổi bật từ nghiên cứucác thực tiễn tốt nhất bao gồm:  Mô hình lạm dung pháp nhân tại công ty luật: cung cấp trợ giúp pháp lý để thành lập pháp nhân cho các mục đích RT/TTKB có thể thực hiện. Trong bối cảnh pháp nhân, không có gì lạ khi các công ty luật hành động thay mặt cho pháp nhân, hoặc được yêu cầu hỗ trợ thành lập pháp nhân hoặc thỏa thuận pháp nhân.  Khách hàng A gặp Luật sư A yêu cầu tư vấn pháp lý và hỗ trợ về các vụ kiện tụng tiềm ẩn do tranh chấp với một doanh nghiệp có trụ sở tại nước mà Luật sư A có hoạt động. Không có tài liệu nào được trao đổi tại cuộc họp, nhưng Khách hàng A mô tả các sự kiện liên quan vụ tranh chấp. Sau cuộc họp, và theo quy trình của Luật sư A để giới thiệu khách hàng mới, Luật sư A xác định chủ sở hữu hưởng lợi của Khách hàng A và thực hiện sàng lọc và không có gì có biểu hiện không ổn.  Khách hàng A sau đó tiến hành yêu cầu các điều khoản tham gia và thiết lập một hợp đồng làm thuê với Luật sư A, và chuyển tiền rất nhiều tiền vào tài khoản khách hàng của Luật sư A trên tài khoản chi phí. Ngay sau đó, Khách hàng A viết thư cho Luật sư A để thông báo cho Luật sư A rằng khiếu nại đã được giải quyết. Luật sư A đã không thực hiện công việc cho khách hàng, nhưng một khoản phí nhỏ cho thời gian ban đầu được khấu trừ. Khách hàng A yêu cầu số dư được gửi lại cho anh ta, nhưng gửi đến một tài khoản khác mà từ tài khoản đó các khoản tiền rất lớn ban đầu được chuyển từ Khách hàng A.  Luật sư A không hề hay biết, Khách hàng A đã bịa ra sự tồn tại của yêu cầu bồi thường. Mặc dù Luật sư A đã tiến hành kiểm tra các yếu tố về PCRT/ nhận biết khách hàng (KYC) đối với Khách hàng A, nhưng không có thông tin bất lợi nào được xác định. Nếu Luật sư A đã trả lại số dư tiền cho Khách hàng A, nó sẽ tạo điều kiện cho một vụ kiện tụng giả mạo về rửa tiền. Tuy nhiên, có thể trì hoãn việc gửi trả số tiền còn lại để báo cho chính quyền về hành vi của Khách hàng A (However, any delay in returnin the balance of the monies may tipp – off Clien A)  Mô hình lạm dụng pháp nhân (ủy thác và) nhà cung cấp dịch vụ công ty: hai quốc tịch.  Các cố vấn chuyên nghiệp, như các công ty tư vấn và công ty kiểm toán, cũng quan sát thấy các loại rủi ro RT/TTKB liên quan đến pháp nhân.  Khách hàng A, người mang hộ chiếu nước ngoài thuộc quốc gia A (Khu vực tài phán A), đã tiếp cận một nhà cung cấp dịch vụ cho các công ty để tìm cách thành lập một công ty tại địa bàn công ty ở nước ngoài. Sau một thời gian, khách hàng A yêu cầu giải thể công ty ở nước ngoài. Đồng thời, ông yêu cầu thành lập một công ty Đông Nam Á có tên tương tự như công ty ở nước ngoài với hộ chiếu nước ngoài do một cơ quan ở Nước B cấp.  Quản lý rủi ro RT/TTKB trong bối cảnh liên quan tới các nhà cung cấp dịch vụ của công ty.  Phần lớn sự tham gia của các nhà cung cấp dịch vụ của công ty với các pháp nhân xảy ra trong quá trình thành lập công ty (Ngày 1), thay đổi cấu trúc của công ty và trong quá trình nộp tờ khai hàng năm (theo định kỳ). Do đó, giai đoạn khởi hành thường có rủi ro RT/TTKB cao nhất đối với các nhà cung cấp dịch vụ của công ty.  Sau đây là ví dụ về các thực tiễn tốt nhất được chia sẻ bởi các thành viên nhà cung cấp dịch vụ của công ty để giảm thiểu rủi ro RT/TTKB:  • Xác định và xác minh kiểm soát viên, chủ sở hữu hưởng lợi , cổ đông, giám đốc và / hoặc người được ủy quyền ký văn bản của công ty  o Đối với các công ty có giám đốc chỉ định , một số ví dụ về kiểm soát bổ sung tại chỗ bao gồm đảm bảo rằng các tài khoản tài chính của các công ty được chuẩn bị bởi các nhà cung cấp dịch vụ của công ty hoặc được kiểm toán bởi một công ty kế toán được cấp phép.  o Nếu các nhà cung cấp dịch vụ của công ty không nhìn thấy các tài liệu gốc trong quá trình thẩm định của khách hàng, họ có thể chấp nhận một bản sao của tài liệu được chứng nhận là bản sao có thật bởi một người đáp ứng đủ tiêu chuẩn hành nghề phù hợp với quy định (ví dụ: công chứng viên, luật sư hoặc kế toán viên công chứng hoặc chuyên nghiệp).  • Sàng lọc kiểm soát viên, chủ sở hữu hưởng lợi, cổ đông, giám đốc và/hoặc người ký được ủy quyền.  o Các nhà cung cấp dịch vụ của công ty có thể sử dụng cơ sở dữ liệu sàng lọc đáng tin cậy có sẵn trên thị trường để xác định các chỉ số rủi ro (ví dụ: tin tức bất lợi, người có ảnh hưởng chính trị, v.v.).  • Hiểu mục đích thiết lập tài khoản và/hoặc bản chất kinh doanh, kiểm soát viên/chủ sở hữu hưởng lợi cuối cùng của khách hàng.  o Các nhà cung cấp dịch vụ của công ty có thể tiến hành phỏng vấn để hiểu các hoạt động kinh doanh được đề xuất và mục đích thành lập công ty.  o Thông tin bổ sung từ khách hàng có thể cung cấp thông tin chi tiết để xác định mức độ rủi ro liên quan đến khách hàng, chẳng hạn như vị trí địa lý của khách hàng và nhà cung cấp chính hiện tại của khách hàng, nghề nghiệp của chủ sở hữu hưởng lợi và nhật ký làm hàng (statement of facts – SOF) để góp vốn. Đối với việc phân bổ cổ phần, họ cũng có thể yêu cầu hồ sơ sao kê ngân hàng hoặc phiếu ngân hàng cho các khoản tiền được khách hàng nộp vào tài khoản công ty.  • Quy trình về các chỉ số hoạt động đáng ngờ / cảnh báo / ngưỡng.  o Nhà cung cấp dịch vụ của công ty nên chính thức hóa các thủ tục báo cáo các hoạt động đáng ngờ cho các cơ quan chính phủ có liên quan thông qua các báo cáo giao dịch đáng ngờ. |
| Nước Anh - Văn phòng Cơ quan giám sát PCRT |
| Văn phòng Giám sát Chống rửa tiền (OPBAS) của Vương quốc Anh được thành lập vào năm 2018 như một phần của cải cách nhằm tăng cường chế độ giám sát chống rửa tiền của Vương quốc Anh, để giải quyết các lỗ hổng được xác định trong đánh giá rủi ro quốc gia đầu tiên của Vương quốc Anh về rửa tiền và tài trợ khủng bố (NRA). OPBAS giám sát 25 cơ quan giám sát chuyên nghiệp (PBS) trong lĩnh vực pháp lý và kế toán. Mục tiêu của nó là thúc đẩy sự giám sát hiệu quả của PBS và cải thiện việc chia sẻ thông tin giữa các PBS, cơ quan thực thi pháp luật và các cơ quan khác[[56]](#footnote-56).  Nằm trong Cơ quan Quản lý Tài chính của Vương quốc Anh (FCA), cách tiếp cận giám sát của OPBAS không chỉ phù hợp với FCA mà còn cả với FATF, tập trung vào tính tuân thủ và hiệu quả (kết quả).  Cùng với việc tiến hành các chu kỳ đánh giá giám sát dựa trên rủi ro tại chỗ của PBS, OPBAS thực hiện giám sát theo chủ đề và dựa trên rủi ro - ví dụ bao gồm các TCSPs[[57]](#footnote-57) và xác định và xác minh rủi ro[[58]](#footnote-58). OPBAS tập trung vào các lĩnh vực và cụm phân ngành bao gồm luật sư, nhân viên kế toán, người vận chuyển và thuế. Cách tiếp cận này cho phép nó hình thành một cái nhìn toàn diện về những rủi ro trong các nhóm đã xác định, vì vậy có thể hướng mục tiêu các nguồn lực của chúng tôi để có tác động cao nhất trong việc giải quyết các tổn hại.  OPBAS chủ động hợp tác với nhiều đối tác bao gồm cơ quan thực thi pháp luật và chính quyền trung ương, cũng như quốc tế, để giải quyết mối đe dọa xuất phát từ những các yếu tố hỗ trợ chuyên nghiệp, nghĩa là các ngành nghề được pháp luật quản lý nhưng hoạt động của nó lại tạo điều kiện cho hoạt động tội phạm, cho dù các chuyên gia là người đồng phạm hay vô tình phạm tội. Hơn nữa, để hoàn thành mục tiêu thứ hai, OPBAS thúc đẩy chia sẻ thông tin và thông tin tình báo giữa PBS và cơ quan thực thi pháp luật, ví dụ bằng cách thành lập Nhóm làm việc chuyên gia chia sẻ thông tin tình báo[[59]](#footnote-59) [[60]](#footnote-60).  Kế hoạch đối phó với tội phạm kinh tế 2 *[[61]](#footnote-61)* của Vương quốc Anh bao gồm các hành động để giảm mối đe dọa từ những người hỗ trợ chuyên nghiệp và kế hoạch này đã đã phát triển thành Chiến lược hỗ trợ chuyên nghiệp[[62]](#footnote-62). Các hành động trong chiến lược bao gồm các hành động tăng cường lòng tin và tăng mức độ chia sẻ thông tin tình báo giữa khu vực công và tư, đây là điểm mấu chốt trong hoạt động này của OPBAS  Hai Đạo luật về Tội phạm Kinh tế (Minh bạch và Thực thi) 2022 gần đây và Đạo luật Tội phạm Kinh tế và Minh bạch Doanh nghiệp 2023 đã đưa ra các quy định pháp luật có tính đột phá để tăng tính minh bạch, cải thiện việc đăng ký quyền sở hữu hưởng lợi và giải quyết tình trạng lạm dụng pháp nhân. OPBAS đang làm việc với UK’s Companies House, để thực hiện các cải cách này, đóng góp hiệu quả vào cuộc chiến chống lại việc lạm dụng pháp nhân.  Cách tiếp cận đa hệ thống của Vương quốc Anh thể hiện giá trị của quan hệ đối tác công-tư. Vương quốc Anh nhận ra rằng hoạt động đơn lẻ là không hiệu quả và tất cả các tổ chức trong hệ thống đều có vai trò nhất định trong việc giảm rủi ro rửa tiền. Ngoài ra, xã hội dân sự và các học viện là những đối tác được khuyến khích tham gia, mang đến những quan điểm, thách thức và chuyên môn khác nhau. OPBAS là một tổ chức hướng ra bên ngoài. Cơ quan này nhận ra rằng rủi ro là xuyên biên giới và do đó, muốn làm nhiều hơn nữa các hành động trên phạm vi quốc tế, bằng cách chia sẻ kinh nghiệm và thực tiễn tốt của Vương quốc Anh, và học hỏi từ các nước khác. |

**Chế tài thích đáng và có tính răn đe**

Để đảm bảo các cơ quan có thẩm quyền có quyền truy cập kịp thời vào thông tin về quyền sở hữu hưởng lợi , điều quan trọng là các khu vực pháp lý phải áp dụng nhất quán các biện pháp trừng phạt tương xứng và có tính răn đe đối với tất cả các pháp nhân nếu không tuân thủ các yêu cầu duy trì và báo cáo thông tin về quyền sở hữu hưởng lợi .

**Những cải tiến của Pakistan trong việc áp dụng các biện pháp trừng phạt đối với pháp nhân và các thỏa thuận pháp lý không tuân thủ các yêu cầu về thông tin về quyền sở hữu hưởng lợi**

Pakistan gần đây đã đạt được tiến bộ tích cực trong việc tăng cường hiệu quả của hệ thống PCRT/CTTKB thông qua việc áp dụng các biện pháp trừng phạt tương xứng và răn đe đối với các pháp nhân (và các thỏa thuận pháp lý) vì không tuân thủ các yêu cầu về công bố quyền sở hữu hưởng lợi .

Pakistan recently completed one full cycle of inspections in respect of all categories of legal persons (and legal arrangements) during which it imposed sanctions for a total of PKR 2,385.58 million (~ USD 85.6 million) against 54,593 entities, the majority of which were companies, but also included limited liability partnerships and waqfs (charitable or philanthropic foundations), trusts and cooperatives. Pakistan also imposed other types of enforcement measures such as suspensions, de-registrations, etc. Further, it implemented a WTC portal, enabling the collection of information, including beneficial ownership information of all waqf, trusts and cooperatives in the country, which is accessible by Pakistan’s competent authorities.

Pakistan gần đây đã hoàn thành một đợt thanh tra toàn diện đối với tất cả các loại hình pháp nhân (và các thỏa thuận pháp lý), trong đó áp đặt các biện pháp xử phạt tổng cộng 2.385,58 triệu PKR (~ 85,6 triệu USD) đối với 54.593 tổ chức, phần lớn trong số đó là các công ty, nhưng cũng bao gồm các công ty hợp danh trách nhiệm hữu hạn và quỹ từ thiện, quỹ tín thác và hợp tác xã. Pakistan cũng áp đặt các loại biện pháp thực thi khác như đình chỉ, hủy đăng ký công ty, v.v. Hơn nữa, họ đã triển khai một cổng thông tin WTC, cho phép thu thập thông tin, bao gồm thông tin quyền sở hữu thụ hưởng lợi của tất cả các quỹ từ thiện, quỹ tín thác và hợp tác xã trong nước, mà các cơ quan có thẩm quyền của Pakistan có thể truy cập được.

**Macao, Trung Quốc giám sát và xử phạt pháp nhân**

Năm 2023, Macao, Trung Quốc đã công bố Báo cáo đánh giá rủi ro của đặc khu hành chính Macao về rửa tiền/tài trợ khủng bố/tài trợ phổ biến vũ khí hủy diệt hàng loạt (2022). Đầu năm 2024, Macao, cơ quan có thẩm quyền của Trung Quốc đã công bố báo cáo này và sắp xếp các sáng kiến tiếp cận cộng đồng, bao gồm tiếp cận với lĩnh vực TCSP (công chứng viên và luật sư).

Văn phòng Tình báo Tài chính Macao, Trung Quốc (GIF) đã theo dõi chặt chẽ việc lạm dụng pháp nhân hoặc dịch vụ TCSP có thể xảy ra. Vào năm 2023, Nhóm Phân tích Thông tin Tài chính của GIF đã tiến hành đánh giá chiến lược đặc biệt và xác định các công ty vỏ bọc đáng ngờ. Nhóm nghiên cứu đã chuẩn bị kết quả tóm tắt của các trường hợp cụ thể và vào tháng 8 năm 2023, đã chuyển chúng đến người giám sát của ngành: Văn phòng Pháp chế (DSAJ). GIF hiện đang tiến hành một phân tích chiến lược theo chủ đề với các thông tin từ báo cáo giao dịch đáng ngờ STR để xác định xem các dịch vụ TCSP có thể có liên quan đến các công ty vỏ bọc. Kết quả sẽ được chia sẻ với các cơ quan thẩm quyền sau khi nhóm nghiên cứu hoàn chỉnh báo cáo.

Thông qua Macao, quan hệ đối tác công tư của Trung Quốc, GIF cũng đã định kỳ chia sẻ kết quả phân tích chiến lược với khu vực tư nhân để tăng cường các biện pháp phòng ngừa và giảm thiểu nhằm ngăn chặn việc lạm dụng pháp nhân. Vào năm 2020 và 2021 trong giai đoạn COVID-19, GIF đã chia sẻ danh sách các tên công ty vỏ bọc với các tổ chức tài chính để họ có thể áp dụng các biện pháp kiểm soát nội bộ của mình. GIF hiện đang chuẩn bị một danh sách mới để chia sẻ với các tổ chức tài chính và cơ quan giám sát.

Macao, Trung Quốc có một loạt các biện pháp trừng phạt tương xứng và mang tính răn đe mà các cơ quan có thẩm quyền sử dụng để xử lý hành vi rửa tiền theo Luật số 2/2006 (Ngăn chặn và trấn áp tội phạm rửa tiền) và tài trợ khủng bố theo Luật số 3/2006 (Ngăn chặn và trấn áp tội phạm khủng bố). Điều này bao gồm phạt tiền hoặc giải thể. Tiền phạt có thể dao động từ 10.000 MOP (~ 1.250 USD) đến 20 triệu MOP (~ 2,5 triệu USD) và giải thể công ty có thể được áp dụng khi pháp nhân được thành lập với ý định thực hiện hành vi RT/TTKB hoặc khi việc thực hiện nhiều lần hành vi phạm tội đó chứng minh rằng pháp nhân đang bị các thành viên hoặc ban quản lý lạm dụng cho mục đích RT/TTKB.

Hơn nữa, pháp nhân cũng có thể phải chịu một số hình phạt bổ sung, như cấm thực hiện một số hoạt động nhất định trong khoảng thời gian từ 1 đến 10 năm; tước quyền được trợ cấp hoặc trợ cấp bởi các cơ quan chính phủ hoặc các tổ chức công cộng; đóng cửa cơ sở trong thời gian từ 1 tháng đến 1 năm; đóng cửa có thời hạn việc thành lập, lệnh cấm tư pháp; và công khai bản án. Ngoài trách nhiệm hình sự đối với hành vi RT/TTKB, cũng có quy định về xử phạt vi phạm hành chính đối với những tổ chức không tuân thủ các nghĩa vụ phòng chống rửa tiền/ chống tài trợ khủng bố, ngay cả khi họ hành động cẩu thả. Những vi phạm này có thể bị phạt tiền từ 100.000 MOP (~ 12.500 USD) đến 5 triệu MOP (~ 625.000 USD).

**1.6 Kết luận**

Vào giữa năm 2024, những người đứng đầu FATF, INTERPOL và UNODC đã đưa ra lời kêu gọi hành động tới các quốc gia thành viên FATF khẩn trương đẩy mạnh nỗ lực nhằm hạn chế khoản lợi nhuận bất hợp pháp khổng lồ do tội phạm có tổ chức xuyên quốc gia tạo ra. Một phương pháp quan trọng được tội phạm sử dụng một cách có tổ chức xuyên quốc gia là lạm dụng pháp nhân.

Các khuyến nghị của FATF cung cấp cho các khu vực pháp lý công cụ để chống lại hiệu quả việc lạm dụng pháp nhân cho các mục đích RT/TTKB/TPBVKHDHL. Thông tin được nêu trong chương này đã cố gắng lập biểu đồ các loại hình lạm dụng pháp nhân cho mục đích RT/TTKB, bao gồm việc sử dụng các yếu tố hỗ trợ chuyên nghiệp và các quyền cá nhân như bảo vệ quyền riêng tư và đặc quyền nghề nghiệp hợp pháp. Nội dung phân tích đã cho thấy yêu cầu cấp bách với các khu vực pháp lý trên toàn cầu trong việc thực hiện các khuyến nghị về kiểm soát rủi ro RT/TTKB/TTPBVKHDHL trong R.1, các yêu cầu về tính minh bạch của pháp nhân được quy định trong R. 24 (và R. 25 đối với các thỏa thuận pháp lý) và các yêu cầu hợp tác quốc tế trong R. 40. Đóng góp của các phái đoàn APG cũng nêu rõ một số yếu tố rất hiệu quả của hệ thống phòng, chống RT/TTKB/TPBVKHDHL như đăng ký quyền sở hữu hưởng lợi , quan hệ đối tác với khu vực TCSP và hợp tác quốc tế mà các khu vực pháp lý có thể thực hiện để chống lại việc lạm dụng pháp nhân cho mục đích RT/TTKB/TTPBVKHDHL.
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